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1 NOM NATI ON- - MCORD AND MOULTRI E

2

3 Tuesday, May 11, 2021

4

5 U S. Senate

6 Conmittee on Arnmed Services

7 Washi ngt on, D.C.

8

9 The commttee net, pursuant to notice, at 9:30 a.m in

10 Room SD- G50, Dirksen Senate O fice Building, Hon. Jack Reed,
11 chairman of the conm ttee, presiding.

12 Comm ttee Menbers Present: Senators Reed [ presiding],
13 Shaheen, Gl librand, Blunenthal, H rono, Kaine, King,

14 Warren, Peters, Manchin, Duckworth, Rosen, Kelly, Inhofe,
15 Wcker, Fischer, Cotton, Rounds, Ernst, Tillis, Sullivan,
16 Craner, Scott, Blackburn, Hawl ey, and Tuberville.
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1 OPENI NG STATEMENT OF HON. JACK REED, U.S. SENATOR FROM
2 RHODE | SLAND

3 Chairman Reed: Let ne call the hearing to order. Good
4 nmorning. The committee neets this norning to consider the
5 nomnations of M. Mchael MCord to be Under Secretary of

6 Defense (Conptroller), and M. Ronald Multrie, to be Under
7 Secretary of Defense for Intelligence and Security. On

8 behalf of the commttee | want to thank you both for your

9 wllingness to return to public service.

10 M. MCord, | would Iike to wel cone your wife, M.

11 Donna MIler Rostant, who is with us this norning, and |

12 thank Secretary Chuck Hagel for joining us today to

13 introduce M. MCord.

14 M. Multrie, I welcone your wife, Ms. Darl ene

15 Moultrie, who is also here, and I want to send out a very
16 special recognition to your nother, Ethel Multrie, who is
17 cel ebrating her 91st birthday today, and we hope she is

18 watching her son and telling everyone around how smart he
19 is. Thank you.

20 Let nme also thank Vice Admral J. M chael MConnell,

21 former Director of National Intelligence and former Director
22 of the National Security Agency who will introduce M.

23 Moultrie via Wbex.

24 | would also like to thank Congressnman Dutch

25 Ruppersberger, representative of Maryland' s Second D strict,
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1 who | know wanted to introduce M. Moultrie today but is

2 unable to do so. Representative Ruppersberger has instead
3 sent us a letter of support which will be entered in the

4 record. Wthout objection, so ordered.

5 [The letter follows:]
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Chairman Reed: | amsure both of you have additi onal
famly nmenbers who woul d have |iked to have been here this
nor ni ng, but because of the pandemic restrictions they are
wat chi ng from honme, so we thank themfor their continued
support of your service to our nation.

M. MCord is a highly regarded national security and
def ense policy expert wth extensive government experience.
He is well known to this commttee, having served as a
prof essi onal staff nenber for nore than 20 years, and is
wel | prepared for the Conptroller job, having been nonm nated
and confirnmed to that position under President Obhama. The
Conptroller is instrunental in preparing and executing the
Departnment's budget, ensuring the resources that Congress
provides are allocated to the troops efficiently and
effectively. Additionally, the Conptroller is a key player
in the Departnent's efforts to achieve a clean audit and to
noderni ze its financial managenment system M. MCord is
the right person to have in this role at this tine.

Wiile M. MCord has not played a role in devel opi ng
t he budget for this year, it should be pointed out that this
year is an inflection point in how the Departnent
prioritizes the resources it needs to acconplish its
m ssions, given that the fiscal year 2022 budget will not be
constrained by the Budget Control Act. Wile we await the

rel ease of the detail ed budget request, we know the
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recomended top line for the Departnent of Defense is $715
billion. Sonme of ny coll eagues feel that that nunber shoul d
be increased, while others will argue for reduction. The
key, however, is what we buy with that top line, and this
commttee will do a thorough analysis of the request when we
receive it.

M. MCord, as we discussed during our office call,
there are also a nunber of functions within the Departnent
that are in need of transformation. The PPBE, or Pl anning,
Programm ng, Budgeting, and Execution process, was first
I mpl emrented in the McNamara era in the '60s and may not be
conducive to many of DoD s requirenents to adopt new
technology in a rapid, agile manner to conpete with China
and Russia. Further, the Departnent continues to struggle
to achieve a clean audit, sonething that has been required
at law for over 30 years. | hope you will share your views
on the role of the Conptroller regarding these chall enges at
this inportant nonent for the Departnent of Defense.

M. Moultrie has had a | ong and di stingui shed career in
intelligence with extensive service at the NSA as well as
the CIA, ODNI, and DoD. Since retiring as NSA's Director of
Operations, he has had a successful career in the private
sector while remaining active in public policy. |If
confirmed, M. Multrie, you will serve as the principal

intelligence advisor to the Secretary of Defense and wll be
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dual -hatted as the Director of Defense Intelligence in the
Ofice of the Director of National Intelligence.

The scope and conplexity of the global threat
environnments we face are unprecedented. China, Russia,

I ran, North Korea, and many other state and nonstate actors
pose increasingly serious challenges, especially in their
hybrid warfare and gray zone tactics. It is nore inportant
than ever that this conmttee and the Departnent of Defense
ensure that the Defense Intelligence Enterprise is
appropriately equipped to integrate and prioritize
intelligence resources and capabilities.

In particular, the Defense Counterintelligence and
Security Agency, DCSA, which you will supervise, has had a
sl ew of new and chal |l enging m ssions assigned to it that are
critical for DoD, and is grow ng significantly in size and
responsibility. Many of the functions that DCSA i s now
required to perform support other parts of the governnent
and custoners in DoD and beyond USD(1&S). It is inportant
for DCSA to have a custoner-focused culture, and your
| eadership wll be necessary to achieve that.

Further DoD s new al | -domai n/ cross-domai n war fi ghti ng
concepts require that the defense intelligence agenci es,
chiefly the NRO, NGA, and NSA, transformthenselves to
provide proliferated satellites and rapid and agil e tasking

and processing to support the mlitary. If confirned, it

www.trustpoint.one 800.FOR.DEPO
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1 wll be your responsibility to ensure that these agencies

2 are responsive to these energing mlitary requirenents. M.
3 Moultrie, | welcone your thoughts about how you intend to

4 foster this transformation and ensure that the mlitary has
5 tinmely and accurate intelligence to defend the nation in the
6 mdst of a conpetitive security environnent.

7 We face many chal l enges that wll require strong

8 |leadership and the ability to nake tough decisions. | thank
9 the nomnees again for your willingness to serve our nation.
10 | look forward to your testinony.

11 And now |l et nme recogni ze the ranking nenber, Senator

12 | nhofe.
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STATEMENT OF HON. JAMES | NHOFE, U.S. SENATOR FROM
OKLAHOVA

Senat or I nhofe: Thank you, M. Chairman, and thanks to
our witnesses for being with us and for their wllingness to
serve. Qur nation's top mlitary and intelligence |eaders
have told this commttee in recent nonths that the world is
t he nost dangerous place that we have had to experience.

In 2018, the National Defense Strategy provides a
roadmap, and here it is. This is one, and really, we have
one of our authors here as a witness, as a noninee, in
M chael McCord. And so it is quite a conplinentary thing
that you are one who has put this thing together.

Voice: |s there a place to --

Senator Inhofe: What was that all about?

Chai rman Reed: That was a nessage from above.

[ Laughter. ]

Senat or I nhofe: O bel ow

[ Laught er. ]

Senator Inhofe: Al right. W have quite a few
chal I enges that you will oversee, and we understand that you
are certainly the two that are the best qualified around
that we could hope to have in these positions.

I nsufficient and uncertain fundi ng has hanstrung our
mlitary for years. W nust do a better job of resourcing

this strategy, inprove our ability to quickly make deci si ons
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and to invest in the right capabilities to keep up with
China and Russia. W nust also continue the nonmentum on the
Pentagon's financial audit and i nprove the transparency of

t he budget in Congress and the Anmerican people.

In the area of intelligence, we are still losing the
i nformati on war. Just recently, we heard about all of the
conbat ant conmmanders conpl ai ning that they cannot get
declassified intelligence to fight back agai nst our
adversaries' lies.

Just last week, | published an article about how much
China and Russia truly spend on defense, which is nmuch nore
t han many peopl e have been led to believe. W hear over and
over again the notion that sonehow we are spendi ng nore than
China and Russia put together, and they do not realize that
t he nost expensive thing that we do is taking care of our
troops, taking care of the housing. Those countries, they
do not do that, and we all understand that.

We nust do a better job of understandi ng our
adversaries and articulating the threats they pose to the
American public. W have no tinme to lose. Qur mlitary
advant ages are going or eroding in key areas. And we still
do not have a handle on how to prevent the Chinese from
stealing our technology for mlitary and comrerci al
purposes. The nation and the Departnent of Defense nust

tackl e these problens head-on if we hope to preserve and
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defend our way of life fromthose who would do is harm

If you woul d have the honor, after your confirmation,
to support the team of Anericans who represent everything
that is noble and best in our nation. Qur soldiers,
sailors, airnen, Mrines, space guardians, civilian
servants, and our mlitary famlies, do everything we ask of
them and nore. The Departnent requires strong civilian
| eadership that | believe the two of you will be able to
provi de, and so we are |ooking forward to that.

Al so, nice to see Chuck Hagel back again. It has been
quite a long period of tine, and I want to wel cone you back.
Thank you, M. Chairnman.

Chairman Reed: Thank you very nmuch, Senator [|nhofe.
And now |l et nme recogni ze, via Whbex, Vice Admral MConnell,
for his introduction of M. Multrie. Admral?

Adm ral MConnell: Chairnman Reed, Ranki ng Menber
| nhof e, and di stingui shed nenbers of the Conmttee, thank
you for the opportunity to introduce M. Ron Muultrie, the
President's nom nee to serve as the Under Secretary of
Defense for Intelligence and Security.

Ron Moultrie is a highly regarded [inaudi ble] who has
successfully served in many of the nation's nost denmandi ng
Intelligence comunity positions. A man of the highest
noral character, keen intellect, and strategic vision, M.

Moul trie has denonstrated | eadershi p and managenent skills

www.trustpoint.one 800.FOR.DEPO
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to address and resolve the nost chal |l engi ng issues.

[l naudible] first as the Director of the National Security
Agency [inaudible] and later as the Director of National
Intelligence.

| also know his wonderful wife of 33 years, Darl ene.
Both served in the United States Air Force and are service
veterans who served the nation well.

M. Multrie is a fornmer [inaudible] who applied those
skills in the Air Force and at NSA as we engaged in
[inaudible]. Mwving to NSA as a civilian as a signals
intelligence anal yst, he quickly noved through the ranks,
and based on his drive, energy, and exceptional perfornmance,
he advanced.

NSA is where we net when | was serving as the agency's
director in the early 1990s. Wen | needed help to address
some of the nation's nost sensitive operations and change
requi rements, on the advice of the agency's nost senior
| eadership | chose M. Multrie for the position of Senior
Executive Assistant. |In that role, he served as ny
confidante and ny alter ego, as we adjusted fromthe Cold
War focus to address the new chal | enges facing the nation,
not only energing threats in signals intelligence but also
ener gi ng, new cybersecurity threats due to the w despread
enbrace of emerging network technol ogies, not only by the

U S. Governnent but by the private sector. Any tine a |large
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organi zati on undergoes significant change there is al ways

confusion and resistance. Ron Multrie hel ped ne navigate
t hese changes, because of his understanding of the

t echnol ogy, the workforce, and the changi ng m ssion needs.

Being confident in his own abilities and a natural
coalition builder, M. Multrie was asked to serve as a
menber of the CIA's Senior Intelligence Service to foster
cl oser col |l aboration between two of the nation's prem er
intelligence organi zations. This is where we net to work
agai n together. \Wen President Bush asked ne to serve as
the nation's second Director of National Intelligence,
relieving Anbassador Negroponte, | asked M. Multrie to
again serve as ny Senior Executive Assistant.

As a nmenber of the DNI's | eadership team M. Moultrie
hel ped nme nanage the intelligence conmunity's new Executive
Commttee and the new Deputy Executive Conmttee that we
formed to address col | aboration and coordination i ssues that
existed prior to the 9/11 terrorist attacks on the nation.
He al so hel ped update the Foreign Intelligence Surveill ance
Act due to information technol ogy changes, revised for the
President's signature Executive Order 12333, |aunched the
Nati onal Conprehensive Community Initiative, and create the
Joint Duty Intelligence Program

On returning to NSA after his service with OCONI, M.

Moultrie rose to becone the agency's third-ranking official,

www.trustpoint.one 800.FOR.DEPO
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serving as the Director of Signals Intelligence Operations.
The first mnority nenber to serve in this challenging
position, M. Multrie hel ped the agency enjoy sone of its
great est successes in the global war on terrorismand ot her
enduring intelligence chall enges.

After retirement fromNSA, in addition to his service
in the private sector, Secretary of the Navy, M. R chard
Spencer, seeking a national security official with a
conpr ehensi ve under standi ng of cybersecurity and technol ogy,
asked M. Multrie to chair the review of the Navy's
i nformati on managenent structure. The review, conpleted in
July of 2019, led to the immedi ate establishnment of a
single, accountable CIOto bolster the departnent's
war fighting and cybersecurity capabilities and to provide
the Navy and Marine Corps a decisive infornmati on advant age
in intelligence technol ogy, big data, and artificial
intelligence.

Wthout hesitation, | strongly reconmend favorable
consideration for M. Ronald Muultrie to becone the nation's
Under Secretary of Defense for Intelligence and Security.

It is nmy distinct honor to introduce himto this
di sti ngui shed commttee. Thank you so nuch.

Chai rman Reed: Thank you very nuch, Admral. Now | et

me recogni ze fornmer Secretary of Defense, the Honorable

Chuck Hagel. Secretary Hagel.

13
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M. Hagel: M. Chairman, thank you. Good norning, M.
Chai rman, Ranking Mnority Menber |nhofe, and other nenbers
of the commttee. First, before | introduce Mke MCord,
want to recognize M. Multrie and congratulate himfor his
service and for the responsibilities that he is soon to take
up, pending confirmation of this commttee. So, to M.
Moul trie, thank you and congratul ati ons.

| appreciate the opportunity to introduce M chael J.
McCord in support of the President's nomnation of himto be
Under Secretary of Defense (Conptroller). You all have
records of Mke MCord's bio and inpressive conprehensive
work record of 36 years' experience in national security and
finance, so | amnot going to repeat what you al ready have.
Instead, | amgoing to tell you a little bit about how I
know M ke McCord, ny own experience with him and know edge
of him

| have known and worked with M ke MCord since 1997,
during ny 12 years in the Senate, in ny 4 years as co-
chairman of the President's Intelligence Advisory Board.
When | was confirnmed as Secretary of Defense in February
2013, M ke McCord becane an inportant part of mny team at
DoD. He was the Principal Deputy Under Secretary of
Def ense, working wth the Under Secretary (Conptroller), Bob
Hal e.

The first few days | was in the Secretary's office we

www.trustpoint.one 800.FOR.DEPO
www.aldersonreporting.com (800.367.3376)



10

11

12

13

14

15

16

17

18

19

20

21

22

23

24

25

Trustpoint.One = Alderson.

were presented with sequestration. Mny of you were here at
that time and recall the disastrous results of
sequestrations for DoD. W had to find an additiona
unpl anned $30 billion in cuts, on top of the $45 billion in
cuts that had already been budgeted for under the 2011
Budget Control Act. | |ooked to Mke MCord and Under
Secretary Hal e for guidance and | eadership in how we handl e
this massive unbudgeted cut. It was a difficult time for
every part of the defense enterprise. Mke's |eadership,
experience, and ability were critical in helping DoD get
through this tine. | relied on and expected a great dea
fromM ke MCord.

In the fall of 2013, and again some of you wll
remenber, we were confronted with one of the | ongest
gover nnent shutdowns in history, furloughing people, nost
peopl e not comng to work for weeks, and all of the waste
and threats to national security that went along with this
unproductive insanity of |ong governnent shutdowns. Again,
Deputy Conptroller MCord was called on for his help in
dealing with the |ong shutdowmn. And again, | relied on M ke
for advice and direction. This was also at the tine
Conptroller Hale had infornmed ne that he wished to retire
after a long, distinguished career. So there was
uncertainty in the Conptroller's Ofice and within the

Pent agon as to who woul d replace Hale. Mke handled it

15
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professionally, with clear, conpetent direction and
j udgnent .

In late 2013, | recommend M ke McCord to repl ace Bob
Hal e as Conptroller and Under Secretary of Defense to
Presi dent Gbama, and in January 2014, M ke was nom nated by
Presi dent Obama for the position, and he was confirned by
this coonmttee and the Senate in June 2014. W continued to
work very closely together until | left the Pentagon in
February 2015.

Sonme of the projects Mke | ed and worked tirelessly on
were the creation of the new European Reassurance
Initiative. Many of you will renenber that initiative in
the summer of 2014, in response to Russia's invasion of
Eastern Ukrai ne and occupation of Crinea. The reprogranm ng
of $1 billion in 2014 to underwite the Ebola crisis, where
DoD nmanaged and took responsibility for the Ebola | ogistics
in West Africa, to support the whole of U S. Governnent
effort. How quickly this was acconplished, with m ni mal
del ays, was a cl ear exanple of how the governnent
congressi onal Oversight Commttees trusted Mke. As we all
know, trust is the coin of the realm in all things.

In my years in the private sector and in public

service, | have seen and experienced the qualities that nake
a person successful. They do not change. They are not
conplicated. It is not just how snmart you are or how well -
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educat ed you are.

Everyone on this commttee recogni zes the qualities --
character, first, integrity, courage, and judgnent. [|f any
of these are mssing, the journey will not end well. If the
person does not possess a sense of humanity and decency and
dignity, they are not fit for |eadership. Mchael J. MCord
possesses all these indispensable requisites and the
successful experience to warrant his confirmtion.

| amvery proud to appear here today before this
comrittee to introduce M ke McCord. Thank you for allow ng
me to present ny introduction of Mke McCord and for your
serious consideration of President Biden's nom nation of him
to be Under Secretary of Defense and Conptroller.

Thank you, M. Chairnman.

Chai rman Reed: Well, thank you, M. Secretary, for
your statenent and al so for your distinguished service, both
in the United States Senate and in the Departnent of
Def ense. Thank you very much.

Now | et ne recognize M. MCord for his opening

stat enent .
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STATEMENT OF HONORABLE M CHAEL McCORD, NOM NEE TO BE
UNDER SECRETARY OF DEFENSE [ COMPTROLLER]

M. MCord: Chairnman Reed, Ranking Menber I|nhofe, and
menbers of the committee, thank you for the opportunity to
appear before you this norning as you consider nmy nom nation
for the position of Under Secretary of Defense (Conptroller)
and Chief Financial Oficer of the Departnent of Defense.

| want to express ny gratitude to President Biden for
nomnating ne to this inportant position, and to Secretary
Austin and Deputy Secretary of Defense Hi cks for their
confidence in ne. |If | amconfirned, it would be an honor
to serve as part of their team | also want to thank forner
Senat or and Secretary of Defense Chuck Hagel for introducing
me. His support is especially neaningful as | seek to
becone the first person to be confirned for this position
twice, as he selected and recommended ne, as he descri bed,
to President Obama when | was confirnmed for this role in
2014.

It is also a pleasure to be back before this commttee
where | served on the staff for 21 years. | cherished the
opportunity to had to learn fromthe outstanding Senators
who have led this conmttee during ny career here: fornmer
Chai rmen Nunn, Thurnond, Warner, and Levin. | send ny best
wi shes, as | know you do, to former Senator and Chairnman

Carl Levin, ny boss for 11 years, as he battles |ung cancer
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t oday.

| also had the privilege of working on this conmttee
W th three Senators who went on to chair it after | left the
staff for the Departnent: the |late Senator John MCain,
Senator I nhofe, and Chairman Reed. Your |eadership follows
in the great bipartisan tradition of this conmttee, and it
IS a key reason it continues to be so highly respected.

Finally, and nost inportantly, | want to thank ny
famly, especially my wife, Donna. | could not undertake
this mssion without her |ove and full support. She is the
heart and soul of everything we are able to do as a team
for our famly, our comunity, and our country. My nother,
ny daughters, and ny brother and sister have al so been with
me t hroughout my career in public service. Although ny
famly and nmy wwfe's famly cannot join us here today due to
the pandem c, they are with ne in spirit and | appreciate
their support along this journey.

If confirmed, | look forward to returning to the
Departnment of Defense to serve our nation, pronbte our
national security, and support our servicenenbers. The
sense of m ssion anong the civilian and mlitary personnel
in the Departnent is a renmarkable thing to be part of.

Should | be confirmed, ny top priority will be to help
the Secretary and other senior |eaders build the best

def ense budget we can to neet our strategic needs and
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carefully steward the resources Congress provi des us.

Second, | would prioritize a strong relationship with
t he congressional defense commttees, and ensure the
Departnment provides the informati on you need on that budget.
The stronger the partnership between the Departnent and the
Congress, the stronger our national security will be.

Third, I would, if confirned, ensure the Departnent
gives full effort and attention to the financial audit so
that we can build on and accel erate the progress that has
been nade toward the goal of a clean opinion.

Fourth, working with other senior |eaders, | would work
to re-engine the Departnent's managenent reforns in |ight of
t he dis-establishnent of the Chief Managenent O ficer
position. | look forward to the opportunity, should | be
confirmed, to focus on maki ng DoD nore effective.

If confirmed, | will be a full partner with nenbers of
this conmttee in ensuring that we carry out our respective
responsibilities for our national security.

Thank you. | look forward to your questions and | ask
that ny conplete statenent be included in the record.

Chai rman Reed: W thout objection, the statenment wl|
be included in the record.

[ The prepared statenent of M. MCord foll ows:]
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1 Chairman Reed: M. Moultrie, your statenent, please.
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STATEMENT OF HONORABLE RONALD MOULTRIE, NOM NEE TO BE
UNDER SECRETARY OF DEFENSE FOR | NTELLI GENCE AND SECURI TY

M. Multrie: Chairman Reed, Ranki ng Menber | nhofe,
and di stingui shed nenbers of this commttee, thank you for
the opportunity to appear before you today and for your
consi deration of ny nomnation to serve as the Under
Secretary of Defense for Intelligence and Security.

I want to thank DNI MConnell for his kind introductory
words. His nentorship and tutel age have trenendously shaped
ny career.

I am honored for the trust and confidence that
Presi dent Biden and Secretary Austin have placed in ne, and
if confirnmed, | |look forward to serving with our nation's
outstanding intelligence and security professionals.

| am bl essed to have net ny wife, Darlene, while we
served on active duty, and to have benefitted from her |ove
and wi sdom for over 33 years.

| amalso grateful to have a fam |y that enbodies
service. M father served in the Korean War and in Vi et nam
and rose to the rank of Arny Sergeant Major. M nother's
brot her nmade the ultimate sacrifice while serving with the
101st Airborne in Vietnam

Duty, honor, and sacrifice. These principles have been
instilled in nme since childhood and drive nme to this day.

Def endi ng agai nst all enem es, foreign and donestic,

22
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takes on new neaning for all in the intelligence and
security profession. China, our pacing challenge, a globa
pandem c, malign actors, and other existential threats pose
risks to the global order and threaten our way of life.
Donmestic extrem sm and sexual harassnent tear at the fabric
of our society and threaten to underm ne order in the

Def ense Departnent's ranks. And our warfighters need a
"deci sive, secure information advantage" and our troops nust
be safe, regardl ess of their environnent.

If confirmed, these will be anong ny top priorities. |
am confident that we can overcone these chall enges and build
upon our gl obal |eadership role.

We nust innovatively explore, and rapidly adapt,
energi ng technol ogies that will enable us to defend our
nati on agai nst those seeking to erode our technol ogi cal and
I ntell ectual advantages. W nust build and enbrace
part nershi ps across our governnment, with the private sector
and academ a, and with our key foreign partners and alli es.
And we nust have a close working relationship with Congress.

Most inportantly we nust have the support and trust of
our citizens. They are the inspiration for all that we do
and ultimately why we serve.

If confirnmed, I will strive to acconplish these and
other priorities as determned by the Secretary and the

Deputy Secretary of Defense. | wll always serve with the
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1 utnost honor and integrity.

2 Thank you, and | | ook forward to your questions. | ask
3 that ny full remarks be placed in the record.

4 Chai rman Reed: Wthout objection, the full remarks

5 wll be placed in the record.

6 [ The prepared statenment of M. Multrie follows:]
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Chai rman Reed: Gentlenen, | am going to address
guestions that are required of all nom nees. Please respond
appropriately.

Have you adhered to applicable |aws and regul ati ons
governing conflicts of interest?

M. MCord: Yes.

M. Multrie: Yes.

Chai rman Reed: Have you assuned any duties or taken
any actions that woul d appear to presune the outconme of the
confirmati on process?

M. MCord: No.

M. Moultrie: No.

Chai rman Reed: Exercising our |egislative and
oversight responsibility makes it inportant that this
committee, its subcommttees, and other appropriate
comm ttees of Congress receive testinony, briefings,
reports, records, and other information fromthe Executive
branch on a tinely basis. Do you agree, if confirnmed, to
appear and testify before this commttee when requested?

M. MCord: Yes.

M. Multrie: Yes.

Chai rman Reed: Do you agree to provide records,
docunents, and el ectronic communications in a tinely manner
when requested by this conmttee, its subconmttees, or

ot her appropriate commttees of Congress, and to consult

25
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with the requestor regarding the basis for any good-faith
delay or denial in providing such records?

M. MCord: Yes.

M. Multrie: Yes.

Chai rman Reed: WII| you ensure that your staff
conplies with deadlines established by this comrttee for
t he production of reports, records, and other information,
including tinmely responding to hearing questions for the
record?

M. MCord: Yes.

M. Multrie: Yes.

Chai rman Reed: WII| you cooperate in providing
W tnesses and briefers in response to congressional
requests?

M. MCord: Yes.

M. Multrie: Yes.

Chairman Reed: WII| those witnesses and briefers be
protected fromreprisal for their testinony or briefings?

M. MCord: Yes.

M. Multrie: Yes.

Chai rman Reed: Thank you very much, gentleman. Now,
M. MCord, let ne address a question to you. W have been
| ooki ng very closely at the PPBE process -- Planning,
Programm ng, Budgeting, and Execution. You are aware,

probably better than anyone, that it began in the 1960s with
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1 MNamara and the Wiiz Kids. It has not changed very nuch,

2 and we are in a different post-industrial age. Can you give
3 us your views on reformng the PPBE process? Wat is within
4 your scope in the Departnent of Defense, by regul ation?

5 \What |egislation mght be necessary, and al so whether it

6 would be wise to propose a conm ssion to | ook nore carefully
7 at this process?

8 M. MCord: Thank you for that. M. Chairnan, the

9 process, as a whole, is heavily legislated in what | would
10 call the back-end execution. There are thousands of pages
11  of laws and regul ati on governi ng how governnent funds may be
12 expended. It is very lightly legislated on the front end,
13 the planning and progranm ng process, in particular. So as
14  you nove through the process, the anount of statutory and

15 requl atory guidance increases fairly exponentially, with

16 regard to how taxpayer funds are used.

17 The process itself | think has -- as you said, it has
18 been in place a long tine, and it is sort of foundational to
19 how the Pentagon works at this point. | think it has sone
20 benefits that should be preserved as we | ook at reformng,
21 in particular that the Secretary and the Deputy have a | ot
22 of flexibility on what topics they choose to focus on, what
23 analysis they want to rely on, and who is in the room who
24 is not inthe room So | think those are sone of the things

25 that we would want to preserve, but as you say, | think we
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need to | ook at how we can have maybe greater agility to go
W th accountability in that process, and | do think it is
sonet hing the Departnent can work with the commttees on,
and perhaps with a conm ssion as well.

Chai rman Reed: Thank you very nmuch. The audit has
been an issue of concern for decades. There are sone that
suggest that while achieving an audit would not reveal sort
of adequate gui dance to changes in the Departnent, there are
others that think the audit is a powerful weapon for change
and efficiencies. Were do you cone down on this, and how
wi Il you conduct the audit?

M. MCord: Chairman, the audit, as you know, is
required by law, and it is sonmething that the Departnent is
behi nd ot her Cabi net agencies on, and it is a priority for,
| think, Secretary Austin and for nyself. It is not the
answer to every question, certainly. An audit wll not tell
you whet her the particul ar airplane you bought was the right
airplane for the mssion, for exanple, or whether the
contractor overcharged you. Those are all different aspects
of controls that are above and beyond the financial audit.

But that said, it does help identify where resources
may be being wasted or inproperly used or inefficiently
used, and the controls that are one of the big hurdles
bet ween where the Departnent stands today and achi evi ng that

audit, getting all the controls in place |I think takes on
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new meaning in this era of cyber intrusions. So | think

t hat the business process reforns that are necessary for an
audit are things the Departnent needs to be doi ng anyway,
and the audit is a good forcing function for the direction
t he Departnent needs to go.

Chai rman Reed: Thank you.

M. Multrie, the current Vice Chairman of the Joint
Chiefs of Staff enphasized joint and cross-domain capability
requi renents that the mlitary services have not prioritized
or are not responsible for devel oping, such as joint all-
domai n command and control, JADC2. And JADC2 denmands
ubi qui tous interoperability, automated decision aids, and
systens assi stance integration. Indeed, this is probably, in
nmy view, one of the key levers to continue our superiority,
vis-a-vis our rivals around the world.

Wthin your office, how are you going to confront these
chal | enges and hopefully delivery a robust system of joint
and cross-domain capability?

M. Multrie: Senator, the JADC2 concept is extrenely
I nportant for us to be able to counter our adversaries in
what ever domain that we may need to counter themin. As you
know, it wll provide this ubiquitous connectivity that you
tal ked about. But we nust ensure that it is also secure and
reliable, regardless of the environnent, and it nust connect

across all domains. So it nust be able to connect our | and,
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air, sea forces, and space forces, as necessary.

Wthin the Ofice of the USDXI1&S), if | amconfirnmed, |
woul d work towards ensuring that we understand the
requi rements for the JADC2 concept. | would ensure that we
understand what the responsibilities are of the other
conponents in the other services and what they need to
deliver. And then we need to ensure that we can test this
capability. W need to be able to prove it in conbat, but
we al so need to ensure that is has the redundancy that it
needs so that it can provide our warfighters with the real -
time connectivity and capabilities to fight the war. And,

I f confirnmed, | would commt nyself to supporting the JADC2
concept .

Chai rman Reed: Well, thank you, M. Moultrie. Again,
| think this is one of the nost significant issues that we
face collectively in the Departnent of Defense, and | urge
you to follow through, if confirmned.

Thank you very nmuch, gentlenen. Senator |nhofe,

pl ease.
Senat or I nhofe: Thank you, MR Chairman. | just have
one question for each one. | have already expressed ny

feelings about the two nom nees and how fortunate we are
that they are willing to do this, and | amsure they wll be
confi r med.

General Townsend, the Conmander of AFRICOM recently
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testified about China's ruling mlitary presence in Africa.
China built its first overseas mlitary base in Dibouti and
I S aggressively pursuing a naval base on the west coast of
Africa, which General Townsend called, using his quote he
said, "the nunber one gl obal power conpetition concern," and
| agree with that.

| amvery famliar wwth the AFRICOM and | was sonewhat
instrumental in making that a reality back in 2007. 1In a
way, though, | failed. W got AFRICOM -- well, the
continent of Africa used to be divided anong three different
COMs, so at least it is all under one COM now, but we never
did adequately get the resources necessary. And now,
because it has becone so nmuch nore inportant in the fact
that China -- you know, that people do not realize China --
Djibouti is the first tinme that they started an overseas
operation. They have done everything else in their back
yard, always up to now So it is kind of a big deal there.

So | would ask you, M. Multrie, | amgoing to ask you
if you will try to do sonmething | failed to be able to do,
and that is conmt to ne that you will take a close | ook at
our intelligence capabilities in Africa, that you wll
ensure that our efforts there get the attention and
resources they need.

Now, | know you will get the cooperation of this

committee, but it is going to be your responsibility to

31
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spend the tinme and the resources to encourage the

admni stration to make that a reality. Wat are your

feelings about that, and are you willing to try to do that?
M. Multrie: Senator, yes. China has been a

chall enge for a nunber of years, really a nunber of decades

as it pertains to Africa, and | closely followed that when |

was the Director of Operations at the National Security

Agency. They have di pl omat, they have mlitary and economc

anbitions. There are a lot of reasons to focus on Afri ca,

as you know, Senator, the ports that they have there. It is

a mneral-rich continent that the Chinese seek, and they are

using all of their tools, techniques, coercion, and malign

i nfluence to actually try to nove into that continent.

| have not been briefed on it, but | understand the

chal |l enges there. | understand, | think, what the Chinese
have tried to do there. If confirned, | would work across
the interagency. | would also work with our partners and

allies, because they are also focused, in sone ways, on
China, to ensure that we understand what the Chinese are
doi ng and what their plans are, and that we woul d be
prepared to support the Secretary in deterring the Chinese
chal | enge there and providing support to our warfighters and
commanders forward.

Senat or I nhofe: Yeah, and specifically, though, in

trying to get the resources fromus that, again, we failed
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to get done previously. That is a nmjor concern that | have
t here.

And lastly, with M. MCord, first of all, you are very
famliar this commttee, and we are very famliar with you,
and we appreciate the fact that you are taking on this
responsibility. It is particularly interesting that you are
one of the 12 listed on this docunent, and | do not think
that even you believed the attention this docunment woul d get
when you first devel oped it.

So one of the itens in there that is pretty specific is
the need for the 3 to 5 percent real growth in the defense
budget to effectively inplenent the national defense system
| know t hat when Deputy Secretary Hi cks was before this
commttee, she also was one of the authors of this, one of
the 12 authors of this docunent, and she agree that the 3 to
5 percent real gromh was really sonething that is as
realistic today as it was in 2018. Do you agree with
Secretary Hi cks and her comments and the necessity of the
resources in order to get the job done?

M. Multrie: Yes, Senator. The Conmm ssion, as you
said, found that that was an appropriate resource range for
the National Defense Strategy that Secretary Mattis laid
out, and, of course, if confirnmed, ny job would be to work
with Secretary Austin as he undertakes his strategy review

and simlarly find the right resource level for his
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1 strategy.

2 Senator Inhofe: Yeah. WeIlIl, and I think that you

3 found it, and so | appreciate that in the docunent and your
4 efforts. Thank you, M. Chairnman.

5 Chai rman Reed: Thank you, Senator |nhofe. Let ne

6 recogni ze Senat or Shaheen, please.

7 Senat or Shaheen: Thank you. GCentl enen,

8 congratul ations on your nom nations. Thank you for your

9 wllingness to stand for those positions at these

10 chall engi ng tines.

11 | want to begin with you, M. MCord, because | think
12 your background in cybersecurity and information managenent
13 makes you a particular good choice at this critical tine.
14 As we saw over the weekend, fromthe attack on Col oni al

15 Pipeline, and the potential inpacts on the East Coast's

16 access to gasoline, we need soneone who understands the

17 challenges. And | wonder, if this had been a terrori st

18 attack on the pipeline, would we have reacted the sane way?
19 G ven your background at DoD, how do you think we m ght have
20 reacted if it had been a terrorist attack? And did | cal
21  you McCord instead of M. Multrie? |If | did, | amsorry.
22 M. Multrie: Senator, that is fine. | understand the
23 question. The attack on Col onial Pipeline, Senator, is
24 extrenely concerning. These attacks, probably intrusions

25 and attacks probably occur nmuch nore frequently than what we

www.trustpoint.one 800.FOR.DEPO

Trustpoint.One  Alderson. www.al dersonreporting.com (800.367.3376)



10

11

12

13

14

15

16

17

18

19

20

21

22

23

24

25

Trustpoint.One = Alderson.

35

know. We only see what | call the tip of the iceberg as it
pertains to these. And while | have not been briefed on
this, what | have read in the nedia is that it was a
ransomvar e attacks, which was not necessarily directed by a
hostile target, but as we know, there are hacktivists who
are nenbers of foreign governnents, who hire thensel ves out
to do these attacks. W have been fortunate, over the | ast
year, year and a half, to dodge bullets, that there has not
been malicious intent.

| think it is inportant, Senator, and if confirned, I
woul d 1 ook at this as a public-private issue that we need to
have the governnent work closely with industry. W need to
wor k cl oser, anong ourselves in the interagency, and we need
to understand what the challenges are. W need to get the
word out to industry. W need to partner with themto help
t hem sol ve these chall enges. W have been fortunate, but we
have to do nore.

Senat or Shaheen: And would you agree that our |aws and
our responses have not kept up with the technology that is
avail able to do those kinds of cyber intrusions, and that we
need to do a better job of updating how we respond, both in
ternms of our technol ogy, that response, but also the | aws
that we pass to respond?

M. Multrie: Senator, | would say that we certainly

need to |l ook at the | aws, but we also need to | ook at the
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processes that we have in place --

Senat or Shaheen: Right.

M. Multrie: -- for alerting people. So it would be
a comnbi nati on.

Senat or Shaheen: Thank you. | am al so concerned about
the amount of information that we currently classify. 1In a
January 2020 neno that was sent by nine U S. conbatant
commanders to the Acting DNI, the commanders highlighted
what they called, and | quote, "pernicious conduct of our
adversaries' information operations across the world, and
underscored the need to i nprove deep classification of
Information in order to nore effectively conpete in their
respective domains."

I would argue that one of the places where we have done
too nuch classification has been around our response to
t hose governnent officials who have been attacked by what is
known as the Havana Syndrone, where information has been
very dispersed, very classified. Sonetines | amnot sure
that one agency talks to the other agency in terns of what
we are doing. Certainly under the Biden adm nistration
there has been nore of an effort to respond to this. But
woul d you agree with the conbatant commanders that signed
that nmeno, that inproving our declassification efforts would
actually be hel pful in ternms of how we respond to certain

situati ons?
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M. Multrie: Senator, | have not read this combat ant
commanders neno. | have read about it in the nedia. M
understanding is that there is informati on out there on
mal i gn activities that should nmake its way to our warfighter
and to our conbatant commanders. So | agree with you 100
percent on that, Senator.

Senat or Shaheen: Well, would you commt to doing
everything you can to doing everything you can to ensure
that there is an unclassified accounting of facts on the
I ssues surroundi ng those who have been attacked by these
el ectro -- radi o waves, under what is called the Havana
Syndronme, so that there is both consistent information that
Is going to Congress and the public and al so very real
I nformation that we receive about what is going on?

M. Multrie: Senator, if confirmed, | would |look into
what we know on these directed energy attacks, as they cal
them to understand what is going on, and work with the DN
and others to find ways to dissemnate this infornmation to
our citizens and to those who need to know i n our
installations and facilities around the world.

Senat or Shaheen: Thank you. Thank you, M. Chairman.

Chai rman Reed: Thank you, Senator Shaheen. Now let ne
recogni ze, via Webex, Senator Rounds.

Senat or Rounds: Thank you, M. Chairman.

Gentl enen, | et nme begin by thanking both of your for

37
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your continued service to our country. | would like to
begin with M. MCord. Looking back, you began work on the
Senate Arned Services Commttee in 1987, during the first
year of the inplenentation of the Goldwater-Ni chols Act. 1In
addition to reorganizing the Departnent to better execute
joint operations, this act required the subm ssion of a

Nati onal Security Strategy, the first tine a strategy was
ever required in our nation's history.

Furthernore, the act actually calls for the NSS to be
submtted to Congress at the sanme tinme that the President
subm ts his budget. As you know, this has not happened, and
yet at the sane tine, while we do a National Defense
Strategy, nmy thoughts right now, as we | ook at a pipeline
whi ch has been hacked, and we have people that are wondering
how we work through the issue of providing defense to
I ndi viduals within our country, how do we coordi nate between
the different departnents, how do we break down the silos,
and shouldn't we be | ooking, on a regular basis, at how we
defend not just through the NDS but a national security for
the entire country? | amjust curious. Wuldn't this help
to have this continue to be submtted, as was originally
envi sioned in 19877?

M. MCord: Senator, thank you. Yes, | amfamliar
with the National Security Strategy docunments. M

recollection is that they have not, over these 30 or so
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years, been routinely submtted every single cal endar year
but have been a little nore sporadic than sone of the

def ense docunents have been. | am aware that Nati onal
Security Advisor Sullivan put out an Interim Strategic

Qui dance for this admnistration a few weeks ago. As a
private citizen, | amnot privy to the schedule for

formali zing such a docunent, whatever m ght be envisioned by
the White House at this tine.

As far as the processes, though, responding to nore
specific threats and chal |l enges as you were describing, and
Senat or Shaheen al so, fromthe outside, where | sit, it
| ooks like the Principals Commttee, Deputies Commttee, the
processes that are used to respond to the specific events
| ook fairly famliar to what has been used over nmany
adm nistrations. So | think there is a process in place,
but your point is well taken that, you know, defense
strategy is always best when it nests inside a National
Security Strategy.

Senat or Rounds: Thank you. Thank you, sir.

M. Multrie, let nme continue along that sane |ine, and
| would like to preface it with | appreciated the
opportunity to visit with you yesterday. Wth this pipeline
hack, it brings to mnd the need to really focus, as you
suggested earlier, not just on the challenges we have, air,

| and, and sea, but space and cyberspace, as we | ook at our
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adversaries, and not just Russia and China and Iran and
North Korea, but also the fact that we have crim nal

el ements, sometines in collusion with but sometimes on their
own, attacking the infrastructure within the United States
-- financial services, transportation, electrics, electric
utilities. And now we find out the distribution of our
energy resources.

M. Multrie, you were one of the individuals who
wor ked on the Navy's review, and | nust admt, a very
refreshing review, of the challenges facing the Navy al one
with regard to its independent contractors, defending the
I nformation fromthose who would steal it, protecting its
secrets, and recogni zing the vulnerabilities that the
Departnent of the Navy had in the cyber world. So |
recogni ze and | appreciate the work that you did in that
respect .

Havi ng just gone through and | ooked at what happened
here within the nost recent hacking of the pipeline, it
seens to ne that the | essons | earned on this woul d suggest
that the silos we have been the different departnents, the
different branches within the departnents, and, nost
certainly, those that cone fromnot just the Departnent of
Defense trying to defend agai nst those attacks fromthe
outside but then to try to coordinate with Honel and Security

to protect not just the DoD s interests but also the
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interests of the Anerican public on an infrastructure basis,
It seens to ne that there is a real |esson to be |earned
here about a coordination that has to occur.

Wul d you care to share a little bit about what you
| ear ned about your thoughts with regard to breaki ng down
those silos, and anything el se that we m ght have | earned
that could be beneficial to the entire Departnent of Defense
that you saw within the review of the Departnent of the
Navy ?

M. Multrie: Yes, Senator. | wll be brief about
this. Wat we found was that the cyber threat was
pervasive, it is real. The adversary knows what our
vulnerabilities are better than we do. They study this.

And we are probably the nost connected but nost
underprotected society in the world. W found that the

I ndustrial base was a prine target of our adversary, and we
found that we did not have a conprehensive plan for getting
after that.

So we recommended that | eadership, at |east the
Secretary of the Navy, in this instance, transmt conmanders
intent as to what he would want to do, how to get after it,
and that we organi ze ourselves not in silos but
horizontally, so that we could cross-comuni cate throughout
t he Departnment and work on those various areas. And the

Navy, | want to say they have done a good job at that.
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| think our governnent is noving in that direction,
based on President Biden's announcenents of nom nations for
a National Cyber Director, and | think that there are
| essons | earned for the Departnent of Defense that could be
emul ated fromthe Navy study. And, if confirnmed, | would
| ook forward to working with all of the principals in the
Departnent who have a piece of cyber to support that
initiative.

Senator Rounds: Thank you. Thank you, M. Chairman.

Chai rman Reed: Thank you, Senator Rounds, and |let ne
recogni ze, via Webex, Senator G I Iibrand.

Senator G llibrand: Thank you so nuch, M. Chairman.
M. Multrie, your statenent that you just said is exactly
what you and | discussed. You said we are the nost
connected but the nost underprotected. That is extrenely
di sturbing. And I know that you have an anbition to begin to
address that, as you just said.

It is inportant to our national security's success that
the mlitary intelligence apparatus operates in sync with
the entire intelligence community, especially the CIA and
that our intelligence entities are not autononous or sil oed
agai nst each other, and | have heard nmany exanples of this,
which is deeply concerning. And | was very happy to have
your conmm tnent to work closely with DNl Hai nes to nake sure

t hi s happens correctly.
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Do you have any additional thoughts that you want to
share on areas where integration between our mlitary and
civilian intelligence entities can inprove?

M. Multrie: Yes, Senator. | believe that what you
just laid out would be the foundation that we ought to
pursue. Wirking with DNl Hai nes and her cadre, working with
Director Burns and Deputy Director Cohen at the Cl A are
i nportant, but there are aspects of the Defense Intelligence
Enterprise that have a piece of this. There are multiple
pi eces of this.

We have to rally around the priorities and a sense of
pur pose and unify around the concept of we each have a
shared responsibility as it pertains to this chall enge.

And, if confirmed, | would work to build that understanding,
further understanding within the Defense Intelligence
Enterprise. | think we have great commanders who under st and
it today, but I would further the facilitation and worki ng
across those elenents to ensure that we are working as a
unit and that we understand that this threat is nore than a
threat. It is not sonmething that sonebody is threatening to
do. It is sonmething that is happening today.

Senator, you have nmy commtnent to devote nyself to
maki ng this happen, if confirned as the Under Secretary for
Intelligence and Security.

Senator Gllibrand: Thank you. M. Multrie, ODN's
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Annual Threat Assessnent noted that white nationalists or
ri ght-wi ng extrem st groups have conducted at | east 26
attacks that have killed nore than 141 people over the | ast
5 years. Further, Australia, Germany, Norway, and the UK
all consider racist extrem st groups the fastest-grow ng
terror threat that they face. What role would you say you
and your office mght have in evaluating this threat, in
particular, and given that you would be the senior official
overseei ng our insider threat program do you have any
specific plans to deter or detect extrem sts who nmay have
infiltrated the Departnent or the mlitary?

M. Multrie: Senator, extrem sm should not exist in
our ranks, regardless of how pervasive it may be. It
underm nes readi ness and it underm nes the strong val ues
that we have. | was very pleased to see that Secretary
Austin has charted a counter-extrem smworking group to help
define the problemand to hel p provide recomrendati ons for
the problem The Under Secretary for Intelligence and
Security has an organi zation that hel ps train and hel ps
monitor, to ensure that we do not have a proliferation of
any extrem st views by any group.

| believe that there is a key role that | can play in
overseeing the activities and hel pi ng those professionals
who are already noving in that direction, and, Senator, if

confirnmed, you have ny commtnent to ensure that we nove in
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that direction, ensuring that we elimnate extrem sm
t hroughout the Departnent of Defense.

Senator Gllibrand: Wth regard to China, obviously it
poses the nost significant national security and
intelligence threat to the United States across the board.
As you are aware, China uses a nunber of cyber technical and
human intelligence tools to achieve this end. It wll take
the full strength of our mlitary and the civilian
intelligence conmmunity to deter them

Are you confident in the mlitary's ability to nonitor
and counter China's building global mlitary intelligence
footprint, including in nore renpote areas of the world such
as Latin America, Africa, and South Asia?

M. Multrie: Yes, Senator. | have not been briefed
on the current collection posture of the intelligence
community or the Defense Intelligence Enterprise. | can
tell you | amconfident, Senator, that we understand what
the challenge is. But | would want to w thhold judgnent as
to whether or now | am confident we could actually nonitor,
on a global basis, until, if confirned, | have the
opportunity to understand what we are doing and where we are
on that issue today.

Senator G llibrand: Thank you, M. Chairman. Thank
you, M. Moultrie.

Chai rman Reed: Thank you, Senator G Illibrand. Now | et
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me recogni ze Senat or Ernst, please.

Senator Ernst: Thank you, M. Chair, and gentl enen,

t hank you so nuch. It was great to have phone conversations
with both of you, and | really appreciate the opportunity to
get to know you both better. W certainly appreciate your
time this norning in giving testinony on these topics. And
I f both of you are confirned, you do have chal |l engi ng roads
ahead, to make sure that we are providing the very best of
intelligence and resources to our warfighters, to help them
acconplish their mssion, and | |ook forward to working with
both of you to ensure that Anmerica succeeds.

M. Multrie, I would love to start with you first,
sir. And as evidence by your resune and the phone
conversation that we had, you and your fam |y have extensive
experience in the intelligence cormmunity. And | think we do
continue, of course, to struggle to elimnate certain gaps
bet ween the various agencies in the Federal Governnent and
really provide that conmon operating picture across the
Defense Intelligence Enterprise.

And so if you could, I know we spoke on this on the
phone, but if you could for everyone el se that m ght be
catching up now, how do we cl ose those gaps in information
bet ween the different agencies? How do we inproving the
sharing, the collaboration between our agencies to nake sure

that the Departnent of Defense always has the cutting-edge
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i nformati on necessary to acconplish our m ssion?

M. Multrie: Yes, Senator. The need for greater
col |l aboration, and real-tine collaboration, is extrenely
| nportant, probably no nore inportant so than it is today.
| believe it is inportant that we work with the Director of
National Intelligence, who works a National Intelligence
Priorities Framework, to understand that the Defense
Intelligence Enterprise and our warfighters needs are, in
many ways, aligned closely with our national policynaker
needs.

And so when we are | ooking at real-tinme collection,
anal ysis, dissemnation to the President of the United
States and policymakers, we need to ensure that that sane
information is getting to the warfighter and getting to
those in the Defense Intelligence Enterprise.

| believe that it is a matter of buil ding that
under st andi ng, what the collective mssions are, and
bui l ding that trust, and you have ny commitnent, Senator,
that if | amconfirned, | wll work to have trusted
rel ati onships with the DNI and ot hers throughout the
intelligence enterprise, and we will get back to you on the
progress that we are making, or not making, in this area.

Senator Ernst: Thank you very nuch. And as you nay
know, many of our operational elenents are using |agging

prograns of record, like the D stributed Coormon G ound
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System or DCGS, to provide a common operating picture to
t hose ground conmanders. And how woul d you intend to
noderni ze intelligence infrastructures and architectures
t hr oughout the DoD to enhance those warfighters
under st andi ng of the operational environnent?

M. Multrie: Senator, the real-tinme dissem nation of
intelligence to the warfighter should be the Defense
Intelligence Enterprise's top priority. In ny experience,

t here has not been this comon operating picture that you
di scussed. W have a nunber of operating pictures, but not
a universal common operating picture, if you will.

| have not been briefed on the DCGS concept of where it
I s today, but you have ny commtnent that the warfighter is
the reason that we exist. They are the reason that we are
here. And you have ny commtnent that if | amconfirmed in
this position that | wll do all that | can and work with
the intelligence enterprise to ensure that the warfighter
has the information that they need.

Senator Ernst: Thank you. | appreciate that very much
and our conversati on.

M. MCord, in the final nonments that | have, certainly
| have been really paying attention to the audit of the DoD
and nmaki ng sure that we have a clean audit at sone point.
Can you just explain to us how you intend to nmake sure the

Departnent gives full effort and attention to this financial
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audit ?

M. MCord: Thank you, Senator. Yes, the Secretary

has already, | think, stated that it is an inportant
priority of his. That is inmportant. It will be a top
priority of mne. | knowit is of this commttee, that the

defense comm ttees have been full partners with us and have,
| think, given us appropriate |evel of patience, while stil
keep pushing us, as you need to do.

The effort will take a few nore years, but the one
thing I will say, the Departnent has done everything in the
| ast 10 years or so that it has said it would do, when it
said it would do it. So as we nove from statenent of
budgetary resource, state audits, to full audits of each
mlitary departnent, to full audit of the Departnent, we
have done the things that we have said we would do to the
comm ttees.

| think to the topic you have just been di scussing,

I ncl uding controls and informati on access are probably the
key | everage point, in ny view, of what | would intend to
| ook at first, if confirned.

Senator Ernst: Well, and thank you, and | do believe
It is inmportant that we continue with the audit, to make
sure that we are communi cating to our taxpayers that their
resources are being used appropriately within the Departnent

of Defense. And, gentlenen, | look forward to supporting
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bot h of your confirmations. Thank you so nuch.

Chai rman Reed: Thank you, Senator Ernst. | now
recogni ze Senator H rono, via Wbex.

Senator H rono: Thank you, M. Chairnman.

M. MCord and M. Multrie, | ask the follow ng two
guestions of every nom nee who cones before any of the
comm ttees on which | sit.

Since you becane a | egal adult, have either of you ever
made unwant ed requests for sexual favors or conmtted any
ver bal or physical harassnent or assault of a sexual nature?

M. MCord: No.

M. Moultrie: No.

Senator Hrono: Did both of you say no? Thank you.

Have either of you ever faced discipline or entered
into a settlenment related to this kind of conduct?

M. MCord: No.

M. Multrie: No.

Senator Hrono: M. MCord, as Conptroller you wll
oversee the Defense Contract Audit agency, which perforns
financi al oversight of governnent contracts and is critical
to ensuring DoD gets the best value for every dollar spent
on defense contracting by reporting potential problens it
finds to the Defense Contract Managenent Agency, which
adm ni sters all DoD contracts and DoD | G when appropriate.

In your view, is the Defense Contract Audit Agency
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appropriately staffed to conduct adequate oversight of the
300, 000 contracts DoD is adm nistering at any given tinme?

M. MCord: Senator, if confirnmed, | would certainly
consult with the Director of DCAA, who would report to ne,
about the workload versus the staffing levels as it exists
today. Wien | left 4 years ago, the agency had suffered a
bit froma downturn driven by the sequestration |eve
reductions in staff that had been inposed across the
Departnent, had gotten the backlog up to an unacceptabl e
| evel . We had nmde progress in bringing that down. |
believe the staffing | evels are probably about right, but I
would want to consult further with the Director of DCAA, if
confirnmed.

Senator Hi rono: And when we tal k about 300, 000
contracts, it runs the ganmut fromvery large contracts to
smal l er contracts, | assune?

M. MCord: Senator, yes. DCAA audits contracts of
various different sizes. What they focus on is contracts
especially that are not conpeted, so it is the type nore so
than the size that is a key determ nant of where they focus,
for exanple, on comrercially available itens versus ones
that are nore unique.

Senator H rono: Yeah, so those uni que contracts
probably require auditors who al so understand what the

contract provides and what is expected.
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What is your opinion of the Defense Contract Audit
Agency's relationship with the Defense Contract Mnagenent
Agency and the DoD I G and is the current arrangenent
referring potential problens the nost efficient way for DoD
to identify, deter, and elimnate contracting fraud, waste,
and abuse?

M. MCord: Senator, DCAA is required to be
I ndependent of DCMA, of the contract managenent fol ks. That
s, in fact, why DCAA is under the Conptroller and out of
the acquisition chain. And as your question illum nates,
there is alittle bit of a nuance there in that they have to
tal k, they have to conmmuni cate, but they al so have to be
I ndependent of each other. And the inspector generals, of
course, always assert that they are independent of
managenment, but we also work closely with them So it is
definitely a bit of a delicate dance to have i ndependent
actors who need to communi cate and cooperate but who have to
also maintain a little bit of iIndependence from each ot her
to do their roles as assigned.

Senator Hrono: So are you saying that the current
situation is the nost efficient way to detect fraud, waste,
and abuse?

M. MCord: Senator, | would certainly not assert that
no i nprovenents can be nmade, but | am just neking the point

that there is only so close that they can be, given that the
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contract auditors have to have sone degree of separation
fromthe contract managers.

Senator H rono: | understand the independence issue.

M. Multrie, I amincreasingly concerned about the
energence of "deep fakes" -- that is in quote, quotation
marks -- a term which describes realistic but forced photos,
audi os, and vi deos produced via artificial intelligence, and
how t hey could be utilize to erode public trust, enbarrass,
or blackmail key officials or inflanme or incite violence.

What are your views on this emerging technology as it
relates to national security, and how m ght our adversaries
seek to exploit it?

M. Multrie: Yes. Senator, | believe that the deep
fake issue is one that could pose a great threat to national
security. |If an adversary has the ability to enulate a
conmander, or soneone in authority, and actually | ooked as
if they are saying sonething, that could pose a challenge if
soneone took that deep fake to be a realistic individual or
per son.

Al, artificial intelligence, has a nunber of facets
that we have to ensure that we understand. W have to
devel op the counterneasures to ensure that we can conpare
the real information to fake information. And, Senator, as
| am sure you are aware, there has been a | ot of work done

in this regard, where you can | ook at the subtle differences
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bet ween i mages and see where sone things are slightly off.

If confirmed, | would be very concerned about this, but
| would al so ensure that | would work with those across the
I nt eragency, the Departnent, and with counterintelligence so
we can identify these counterintelligence threats and
i mredi ately either nullify themor alert to the fact that
t hey exi st.

Senator H rono: So do you think that we are adequately
-- that we have the adequate capacity to deal with these
deep fake inmges, audios, et cetera?

M. Multrie: Senator, | have not been briefed on the
current status or what our capabilities are, what our
processing and conputing capabilities are to discern between
a real image and a fake image, but if confirnmed, | would
review that and get back to you.

Senator Hrono: | cannot tell whether ny tinme is up or
not, M. Chairnman?

Chairman Reed: Yes, it is, ma'am

Senator Hi rono: Thank you very nuch.

Chai rman Reed: Thank you, Senator Hi rono. Senat or
Cotton, please.

Senator Cotton: Thank you, gentlenen, for your
appear ance today. Congratulations to you both on your
nom nati ons.

M. MCord, in your answers to the advanced policy
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guestions you affirned the NDS Commi ssi on, on which you
served, had found that 3 to 5 percent of real growth was,
quote, "illustrative of what was needed for the 2018

Nati onal Defense Strategy," end quote. But you also state
that the DoD should be able to carry on its m ssions under

t he announced fiscal year 2022 funding level, which is bel ow
inflation. How can the conmttee reconcile these two views?

M. MCord: Senator, the way | would state it is,
first of all, of course, neither you nor | have seen the
details and the specific choices nmade inside the '22 budget,
so we will all be able to | earn nore about how we feel about
t he budget and what is in there, when it is available in a
week or two.

Wth respect to the funding | evel, just as an aggregate
nunber, what Secretary Mattis said at the tine and what the
conm ssion sort of spoke to was averaging 3 to 5 percent
over a 5-year period, and the FY 2022 request is still in
that range fromwhere the budget was 5 years ago when
left. So | think in that respect there is a certain
consi st ency.

Senator Cotton: Well, we will see what it says in a
week or two. The reports | hear are not reassuring.
Hopeful |y once you are confirnmed you can exert influence
i nside the interagency process and with OVB to nmake sure the

Departnent of Defense is fully funded as the threats we face
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continue to grow.

| also want to ask you a question about the Overseas
Conti ngency Operations account. | have seen sone novel
budgeting tricks used with that OCO spendi ng account during
nmy 8 years in the Congress. At the sane tine, | think it is
i nportant that we be able to track what we are spending on
overseas conflict. So by doing away with OCO spendi ng, how
is it that we will be able to track, inside the Departnent
of Defense and for Congress, what we are spendi ng on those
conflicts?

M. MCord: Senator, the Departnent, when | was there,
and | know continues to this day and I would insist that we
continue, if confirned, does what is called a Cost of War
report. It has noved from | believe, maybe nonthly to
guarterly over the years, that is done to track obligations
t hat are chargeabl e agai nst operations in Iraq or
Af ghani stan. That can continue with or without separate
appropriations, and I think it would be necessary that it
continue for the very reasons you cite, that there is
accountability and transparency of what is still being spent
on these operations.

Senator Cotton: Good. Thank you. | just think it is
very inportant that we maintain a clear picture of what we
are spendi ng on our forces, that excludes any kind of

contingency operations overseas. Now the OCO account was
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used in sonme funny ways to get around budgetary spendi ng
caps over the | ast decade that are no longer in place, so it
cannot be used in that way anynore. But | want to nmake sure
that we have a very crystal clear picture of what we are
spendi ng on our manni ng, training, equipping, SO we

under stand what the force needs in the future, separate from
what we have to spend on a year-to-year basis, wherever our
forces are operating overseas.

M. Multrie, supply chain security has al ways been a
critical conponent of our national security. It grows even
nore so as our forces' equi pnent and weapons get nore
technol ogi cal |l y advanced. Wat do you view as the biggest
threats to our technol ogy supply chains, and how woul d you
work to mtigate those threats?

M. Multrie: Senator, the supply chain, our supply
chain is inherently vul nerable, is what | would say. CQur
adversaries, specifically China and others, understand the
defense industrial base. W are fortunate, based on ny past
knowl edge and experience, to have organi zations, especially
within the Intelligence Security Enterprise, such as the
Def ense Counterintelligence Security Agency, that has
prograns that actually enable us to go out and talk to those
I ndi vi dual s and conpanies and facilities that are part of
our critical supply infrastructure for the Departnent of

Def ense.
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1 | think we have to ensure that we continue to identify
2 what our vulnerabilities are in those key areas, in those

3 key industries, in those key organi zations. W have to nmake
4 them aware, Senator, of what the challenges really are what
5 the threat actually is. And that neans we have to have,

6 when | tal k about public-private partnerships, to be able to
7 go out and talk to them nmake sure that they understand

8 this. And, if confirnmed, | would work vigorously to ensure
9 that we are doing all that we can to support the mtigation
10 of risk in our supply chain as it exists today.

11 Senator Cotton: Ckay. Thank you. Last year |

12 sponsored the Anerican Founders Act with several other

13 Senators, to reinvigorate sem conductor manufacturing here
14 at honme. | believe offshoring this critical capability has
15 presented a grave threat to our national security. Wat

16 inportance do you assign to our |eadership in

17  mcroel ectronics design and manufacturing, and what risk to
18 U. S. security will our supply chains face if we do not have
19 that critical manufacturing capability here at hone?

20 M. Multrie: Yeah, Senator, | have not been briefed
21  on what is currently occurring within the DoD on foundries.
22 | amaware of the mcrochip shortage and the chall enges that
23 we are having in that regard. | think it is inportant that
24  wherever our chips are manufactured that they are secure,

25 that, you know, offshoring of m crochi ps can or cannot
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i nduce vulnerabilities into the process that we have there.
But if confirmed, I would work to understand where those
chi ps are being manufactured to support the Defense
Intelligence Enterprise and work across the Departnent and
the interagency to ensure that we are securing the supply
chain of getting chips to our mlitary and to our critical
I ndustri es.

Senator Cotton: Good. Thank you. | agree with that.
It is kind of dangerous to have 80 to 90 percent of the
wor |l d's sem conductors nmanufactured within short-range
m ssil e range of mainland China, in a place agai nst which
Beijing has irredentist clainms. Thank you both.

Chai rman Reed: Thank you, Senator Cotton. Senator
Kai ne, pl ease.

Senator Kai ne: Thank you, M. Chair, Ranking Menber
| nhofe. Congratul ations to the nom nees for your
wi |l lingness to tackle these inportant responsibilities.

M. MCord, let nme begin with you. As you know,

because of your long tenure with the conmttee and then at

the Pentagon, it has been a significant interest here to get

the DoD to full audit, and we have nade significant progress

in that effort. | give sone real credit to David Norquist.
| think he did a good job of noving the Pentagon further

toward that goal

One of ny interests in the audit has al ways been beyond
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just passing, using the audit as a way not just to pronpte
best financial practices but also best operational

practices, finding in the audit strategies where we can
consol i date duplication and then use the dollars saved there
to pronote better national security.

So | would like you to just talk to the conmttee a bit
about the way you see the audit, and how you can use the
audit not only to assure financial conpliance but also use
it to advance the national security m ssion of the Pentagon.

M. MCord: Thank you, Senator. Yes, the audit, as
you say, ultimtely comes down to pass-fail, and that is the
standard. But as with studying for a test, the process of
| earni ng and getting there, inproving yourself, is alnost as
| nportant as the grade you get if you are trying to be
proficient or nore proficient at sonething.

I nventory is probably the chief area where audit
pronotes better practices that can reduce waste, help the
warfighter, make sure that we know what we have and it is in
the right place. There are one or two aspects of the audit,
In particular, valuing property that are | ess connected to
t hat .

But the second area | would say, and this norning's
hearing really brings this out, in the area of controls and
cyber controls, cybersecurity. A large part of the findings

that the auditors have made are that our controls still need

www.trustpoint.one 800.FOR.DEPO
www.aldersonreporting.com (800.367.3376)



10

11

12

13

14

15

16

17

18

19

20

21

22

23

24

25

Trustpoint.One = Alderson.

to be better, in terns of access to information and only the
aut hori zed people being able to access information. So |
think that the audit and busi nesses practices that go with
the audit can be synergistic with the inproved cybersecurity
that we want for ourselves and, of course, that we want for

i ndustry partners as well.

Senator Kaine: Thank you for that answer, and | very
much encourage you to take this use of the audit seriously,
as | know that you will.

M. Multrie, | was the chair, along with Senator
Sullivan as ny ranking, on a Readi ness Subconm ttee hearing
about two weeks ago, and we were | ooking at acquisition kind
of hits and msses, and trying to extract sone best
practices fromthem One of the witnesses that we had was
Dr. Ray O Toole, who is the Acting Director of the
Qperational Test and Evaluation Ofice. And in the course
of his testinony, which was in an open setting, he said that
I n FY 2020, none of the weapons systens assessed by his
office were able to pass a sinulated cyberattack. Every
singl e one of themwas vul nerable to sinulated cyberattacks.

When he testified to that, Senator Sullivan and |
| ooked at each other and said, "That is not good," and then
Senator Sullivan said, "I hope our adversaries are not
wat ching this hearing." And Dr. O Toole said, "In witing

ny testinony I was so worried about making this statenent
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that | actually checked to nake sure, froma security
standpoint, | could, and it cleared security, but it is
sonething | amreally worried about."

So shoul d you be confirned, what m ght you do, working
together with our acquisition professionals and others, so
that we build in protection against cyber vulnerability
very, very early in any sort of acquisition platfornf

M. Multrie: Yes, Senator. | believe that closely
wor ki ng with acquisition and sustai nnent is one of the key
roles that the USD(1&S) has to ensure that we are | ooking at
the determ nation needs of acquisition to ensure that
adversaries have not perpetrated our industry, our
conpanies, if you wll, and that they are not stealing our
secrets, because once they have stolen those secrets, as you
know, there are built-in vulnerabilities that those systens
are going to have.

More inportantly today, Senator, | think it is
| nportant that we understand where vulnerabilities and
breaches have occurred, and then that we find a way of
I ncorporating that information back into not just the
acqui sition of the new platforns but the current depl oyed
platfornms. So an adversary steals plans, blueprints, what
have you, we need today to get that information back into
the production cycle and into the current force so that they

cannot be degraded when they are actually doing an operation
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in the field.

| have not had access to what is being done today,
Senator. |If confirmed, you have ny commtnent to | ook at
this and cone back and talk to you in closed commttee about
It, because | think it is a very potentially serious
problem and there are probably things occurring today that
we do not want to tal k about in an open hearing, but our
adversaries probably already know.

Senator Kaine: M. Multrie, thank you for that.
| ook forward to followi ng up, should you be confirnmed, and I
am confident you will be.

Thank you, M. Chairnman.

Chai rman Reed: Thank you, Senator Kaine. Senator
Scott, please.

Senator Scott: Thank you, Chairman. Can you hear nme?

So first | want to thank both of you for your
wi |l lingness to serve.

M. Multrie, what do you believe China's plans are
with regard to Taiwan? Do you believe that Comruni st China
has the intention to take Taiwan by force?

M. Multrie: Senator, | have not been briefed on the
current intelligence as it pertains to Taiwan, but as you
know, their stated i ntent has been the eventual acclinmation
of Taiwan back into what they call the Mainland. As to

whet her or not force is in their doctrine, they will execute
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all nmeans available to themto ensure that they are
protecting what they feel is in their national interest.

Senator Scott: So we have seen pretty aggressive
behavi or by Conmuni st China the |ast few years, whether it
Is their mlitary attacks or building their mlitary
strength. Wat do you think General Secretary Xi's ultimate
goal is with these cyberattacks and with this aggressive
behavi or, not just Taiwan but their actions towards
Australia and even the United States?

M. Multrie: Senator, | believe that the cyberattacks
t hat China has executed are directed at a nunber of areas,
one, to bolster their research and devel opnent, where they
do not spend nearly as nmuch as we do in the United States.
So this is a way of getting easy and cheap research and
devel opnent, if | can go out and steal it. Two, it is to
further their econom c gains, and three, diplonacy and
underm ne our diplomatic efforts, and as | started with, at
the forefront would really be that mlitary gain that they
get fromthe cyberattacks.

Senator Scott: So we have had, for decades, strategic
anbiguity with regard to Taiwan, and so | have a bill that
Is called the Taiwan |Invasion Prevention Act, which
basically elimnates the anbiguity. It is clear that the
United States, if Taiwan is attacked, will show up and

defend them \Wat are your thoughts on sonething |ike this?
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Because, | nean, if you look at, what we are doing is not
wor ki ng. | nean, Conmuni st China is getting nore aggressive
every day, it seens |ike?

M. Multrie: Senator, | do not subscribe to the view

that war is inevitable between the U. S. and Chi na or our

allied forces and China. If confirnmed, | would support -- |
have not seen your bill, so | cannot comment, Senator, on
your bill. If confirnmed, | would love to read that, and
will read it, if confirnmed. | would support the

Departnment's policies and Secretary Austin's policies as
they pertain to deterrence as it pertains to China.

Senat or Scott: Thank you.

M. MCord, you responded to Senator Cotton with regard
to the Biden adm nistration's proposal to grow defense
spending is less than it has been, and | understand what you
said is that over a period of time it is still inthe 3 to 5
percent range. But do you believe that this initial
proposal will send the wong nessage to Communi st China and
to Russia and our adversaries?

M. MCord: Senator, | do not believe so, but | think
the neat of the proposal is yet to arrive, right, is what
are the specific choices made on the triad, on the joint
strike fighter, on readiness. And | think that is really
where the commttee will need to focus and where, if

confirmed, | would want to focus, on what choi ces were nade,
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which | just have no information on as a private citizen.

Senator Scott: Okay. | think it is nmy understanding
that you, in the past, have supported increasing the
spending 3 to 5 percent, so if this year we do not do that,
how many years could we do that w thout having an adverse
i npact on our mlitary?

M. MCord: Senator, there are a couple of |evers that
you al ways have, | think, in ternms of the capability that
you are getting out of the funds that you have. It is how
| arge of a force do you think you need, how ready do you
feel you need to keep people, you know, the conpensation for
the troops. So there is a mxture of choices, that it would
be responsibility, if confirmed, to advise the Secretary and
the Deputy on as to how we get the best capability we have.

You know, there also nmay be proposals to find
efficiencies to retire our | egacy system | have no
i nformati on of what choi ces m ght be about to be proposed to
you, having not had a role in building this budget. But if
confirmed, ny task would be to work with the Secretary and
other |eaders to build the '23 budget, the '24 budget, and
to make the best choices that we can to present to you.

Senator Scott: Thank you. Thank you, M. Chairnman.

Chai rman Reed: Thank you, Senator Scott. Senator
Manchi n, pl ease.

Senator Manchin: Thank you, M. Chairman, and thank
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you both for your service, and | appreciate very nuch you
bei ng here.

M. Multrie, | ampleased to hear that you say we need
to increase the coordination of our Federal cyber response,
and | agree with you, you are right on the Col onial attack.

So ny question would be, how do you intend to ensure that
intelligence that DoD is gathering about cyber threats and
shared across Federal Government, which we have a hard tine
coordi nating right now, and are you aware of the nechanisns
to share that information with private industry
organi zations that also mght be directly threatened?

M. Multrie: Senator, | believe that the sharing of
intelligence across what | call the intelligence enterprise,
which | include in that the intelligence community and the
Defense Intelligence Enterprise, is extrenely inportant. |
| ook forward to working with Director Hai nes on whet her
t hose mechani sns that are in place today to provide that
i nformation to Departnent of Honel and Security and others --

Senator Manchin: Wat seens to be the biggest
obstacle, sir? | mean, it seens |like it is commbn sense
they woul d share freely, but then it is alnost like it is,
that is ours, not yours.

M. Multrie: Senator, | think there are concerns
about authorities when you start |ooking at --

Senator Manchin: Wuld it concern any |eaks at all?
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Wul d they be concerned of leaks, if they are sharing it, it
m ght be easier to be conpron sed?

M. Multrie: Senator, | don't knowif those are the
concerns, but | do know, historically, there has been
jurisdictional, |aw enforcenent versus national security
concerns that are there. | think the processes and the
realization that we need to put those processes in place and
do exactly what you are tal king about, to have that snooth
I nterconnectivity between the interagency, but nore

i nportantly, between the private sector and the public

sectors are the realizations here. |If confirned, |I would do
all | can, because this sonething --
Senator Manchin: | appreciate that. | really do, and

| think you are going to have to really go after it pretty
hard and nmake sure they start working together so we do have
one connected cyber preventi ve.

I want to tal k about w thdrawi ng assets from
Af ghani stan, and | amvery much ki nd of concerned about
this, and | have been concerned, and | have been thinking
about it. You know, we want to make sure that we return al
of our assets, if humanly possible, and those that we do not
think that we need to return, should return, they are
destroying. And | guess ny question would be, and I wll
start, M. MCord with you, with your recent position in the

Departnent, are you satisfied wwth what you are seeing in
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the efforts that are being put forth, and do you believe
that is the best policy for the United States of Anerica,
after all that we have spent, after all that we have
endured, after all the blood that has been shed there by
Anericans, that on top of that now we destroy everything
that we are |eaving, to even nmake themthink, "W are these
Anmericans? They have no val ue for anything whatsoever." So
rat her than havi ng soneone that mght get use out of it, we
just destroy it. Are we afraid it is going to get into the
wrong hands, because | do not know who the right hands are
over there. So | would assune it has all been the wong
hands. So why start destroying stuff now?

M. MCord: Senator, when | left 4 years ago we were

not in that position. | do not have current information. |
amsorry. | would have to get briefed and get back to you
on what is or is not being destroyed. | assune that there

are sone cal cul ati ons bei ng made about the cost of
transporting sonethi ng back versus --

Senator Manchin: | amjust saying -- okay, let nme ask
you, just in the hypothetical real mthen, just your thought
process. |If you think you can speak out on this, do you
t hi nk we shoul d be destroying what is not economcally
feasible for us to return, just to destroy it for the sake
of destroying it so no one else can use it? Because we are

not in that area anynore. Are we afraid they are going to
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use it against us? And if we turned everything over to the
people that we do trust, or think we trust, shouldn't we

| eave it up to themthen to nmake those decisions, so it is
not a wasteful appearance?

M. MCord: Senator, if |I were confirmed and were part
of these discussions it would certainly be a discrimnator,
in ny view, as to whether, as | said, the asset had useful
life, but also what its purpose was. | nean, | would nake a
different judgnent on a truck versus nunitions --

Senat or Manchi n: M. Multrie --

M. MCord: -- versus conmunications equi pnent.

Senat or Manchin: -- do you have any thought process on
this?

M. Multrie: Senator, you know, | have read the

media, and | would concur with M. MCord that there is a
cost calculation that is probably being made there.

Senator Manchin: No, | understand that. But | amjust
sayi ng, you know, | have seen the headlines here and
everything the Associated Press put out there. And it has
the pictures, if you wll, of all the things we destroyed in
there. And here is the final thing. It says that, to those
who are there at that base, they said, "Wat they are doing
Is a betrayal of Afghans. They should |eave,” said Mr.

"Li ke they have destroyed this vehicle, they have destroyed

us.
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| amjust saying, it has not been a successful 20
years, so we are back where we started, | guess. But on top
of that, to see the Americans' m ndset of assets and val ue
and cost and things of that sort, | just don't knowif it is
doing that -- | guess it is the sane as interrogation. |If
you are interrogating sonmeone, do you think the brutality of

Interrogation or trying to get themto have a confort |eve

to talk? Everyone has a different approach, | am sure.
This does not make any sense to ne. It mght above
where you are. | do not want to put you in a position that

causes a problemfor your response, but | would |ike for
everybody to think about that, because | tell you, it is
somet hi ng we shoul d be thinking about, just for the sake of
destroyi ng sonething for what we have already invested in

t hat area.

Thank you both. | appreciate it.

Chai rman Reed: Thank you, Senator Manchin. Senator
Bl ackburn, pl ease.

Senator Bl ackburn: Thank you, M. Chairman, and thank
you to each of you for your tine to be here. M. MCord,
so enjoyed ny conversation with you and tal ki ng about the
Stennis Center and the work there. | enjoyed ny tinme on
t heir board.

M. Multrie, we have tal ked sone about China and the

China threat. You and | discussed that on the phone. As we

www.trustpoint.one 800.FOR.DEPO
www.aldersonreporting.com (800.367.3376)



10

11

12

13

14

15

16

17

18

19

20

21

22

23

24

25

Trustpoint.One = Alderson.

72

| ook at the cyberattack that we are currently enduri ng,
guess you would say, | would Iike for you to talk a little
bit about how you woul d go about assessing the China threat
i n the non-1 NDOPACOM ACRs. Because we know this is gl obal.
You and | discussed Djibouti and the Horn of Africa and the
way China is trying to play there.

So for the record, just a little bit about how you
woul d handl e that assessnent in that non-1 NDOPACOM ar ea.

M. Multrie: Senator, the Chinese anbitions, as we
di scussed, are global, and they are using econonic coercion,
these initiatives, the Road and Belt Initiative, and other
financial inducenments, if | can call themthat, that lure
countries in. They use vaccine di plomacy and a nunber of
other things to spread their influence.

In ternms of truly understandi ng how we ought to

approach it, | think it is part academ c, understandi ng the
| ong-term goal of the Chinese. | have always said they play
a long-termgane. It is a society that is several thousand

years old. They do not | ook at things necessarily the way

we do.
Senator Bl ackburn: R ght. The hundred-year marathon.
M. Multrie: Exactly. That is exactly right.
Senat or Bl ackburn: So you would assess it nore on a

| ong tern?

M. Multrie: | think that their anmbitions are | ong-
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term anbi tions.

Senator Bl ackburn: Okay. | appreciate that. Let ne
ask you this. As we |look at what transpired with the
cyberattack, and we have a lot of small and m d-sized
busi nesses that are contractors, so as you work with them
what woul d be your advice, and how woul d we share
information with themto protect thenselves from attack, as
they are contracting with our U S mlitary?

M. Multrie: Yes, Senator. | think you are hitting
upon a key point here. The defense industrial base is
particularly under attack by nation states and hacktivists
and others. M understanding is that the intelligence and
security organi zati on has prograns that enable it to go out
and work with thousands of contractors, to provide themwth
the standards that they need and provide themw th the
oversight that they need to protect thensel ves.

| think that we have to continue to not only have those
types of progranms but the public-private partnerships that
will enable us to share information with them and the
encour agi ng of these conpanies to understand the threat and
to take good hygi ene nmethods to protect thenselves. |If
confirmed, | would devote nyself to really pushing in that
area, Senator.

Senat or Bl ackburn: Okay. M. MCord, part of this

woul d cone to you, and working with sone of our suppliers,
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and in the work that you would do in the Conptroller's
Ofice. There is a lot of technology that could be utilized
wi thin DoD and that structure to achieve efficiencies and to
build out securities. But that nmeans we have got to go
outside of DoD to do this.

So | would like for you, for the record, just to
comment a little bit on achieving those efficiencies, and as
you and | tal ked, | know we have tal ked a | ot about the
audit today, but the way we do purchasi ng and acqui sitions
is so broken. Having so many P-cards through the system
whether it is DoD or the VA this leads to inefficiencies.
So if you will just touch on this risk tol erance for
utilizing new technol ogies and reform ng the way we handl e
pur chasi ng and acqui sitions.

M. MCord: Senator, thank you. Yes, the Departnent
has both a | arge, as you know, acquisition workforce and a
fairly large financial mnagenent workforce, at about 50, 000
people. There are a lot of players with responsibilities up
and down the chain, and | take your point and | agree with
you that we should | ook at ways that we could streanline and
maybe have purchasi ng be at higher levels, or nore
efficiently structured.

We do have, for a variety of reasons, sonewhat of a
decentrali zed execution nodel in the Defense Departnent.

Each state's National Guard has its own peopl e responsible

74

www.trustpoint.one 800.FOR.DEPO
www.aldersonreporting.com (800.367.3376)



10

11

12

13

14

15

16

17

18

19

20

21

22

23

24

25

Trustpoint.One = Alderson.

75

for its finances, for exanple. Every conmand has its own.
And that is sonething that, | agree, we should | ook at,
whet her nodern technol ogy allows us to streanline and
centralize perhaps a little nore, without losing the ability
for soneone on the ground to be able to raise their hand and
solve a problemthat they know about that sonmebody up here
at headquarters does not.

Senat or Bl ackburn: Well, indeed, there is roomfor
| nprovenents, and we hope that when it cones to the
fi nanci al managenent and al so the purchasi ng and
acqui sitions we can see sone of that inprovenent.

Thank you, M. Chairnman.

Chai rman Reed: Thank you, Senator Bl ackburn. Senator
Peters, please.

Senator Peters: Thank you, M. Chairman. To our
W t nesses, thank you.

M. Multrie, the past year and a half has certainly
reiterated the value of nedical intelligence and the
| nportance of expertise and the need to optimze our
capabilities in that area. Sone believe that the National
Center for Medical Intelligence should be expanded and gi ven
I ncreased visibility and influence. What are your thoughts
on a potential expansion? Does that make sense to you, and
i f so, what should we be thinking about?

M. Multrie: Sir, | amnot famliar with the
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expansion plans right now for the nmedical center. | do
believe that intelligence can play a role in hel ping us
understand threats and, to use a termthat is used

el sewhere, enabling us to defend forward agai nst these
threats, such as pandem cs, that may originate in a | ocation
overseas and then mgrate to the United States. But | am
not famliar with the expansion of the center, as you laid

t hat out, sir.

Senator Peters: Wll, very well. That may nean ny
next question may not make a | ot of sense, because based on
your understandi ng, while there are fol ks that have thought
of reorganizing out of the DIA but it sounds as if you are
not as famliar with this unit to nake a --

M. Multrie: | just have not been briefed on that,
Senator. If confirned, | would cone back and give you ny
views on the expansion of that center and how that should be
done.

Senator Peters: Wll, clearly nedical intelligence is
i ncredibly inmportant, as we know, and so if confirned, I
woul d 1 ook forward to having an opportunity to sit down with
you to discuss that further, and decide which is the best
way to approach it.

M. Multrie, ny next question is related to a GAO
study that found that the Ofice of the Under Secretary of

Defense for Intelligence and Security is not well postured
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to assess effectiveness of the intelligence and security
enterprises because it has, quote, "not defined goals,
desired outcones, and performance netrics." Al the while
the office has taken on, as you know, nmany nore
responsibilities over the past several years.

So ny question to you is, in your view, is the office
exceeding its capacity to effectively devel op policy and
al so conduct oversight?

M. Multrie: Senator, | have not been briefed on the
specific netrics that exist in the office today and how
those netrics are being collected, and nore inportantly, how
they are being analyzed. So, if confirnmed, | would need to
come back and talk to you about that.

I wll say that the oversight of the intelligence and
security policies and practices would be nmy top concern. W
have to ensure that we have effective, efficient processes
in place, and if confirned, you have ny comritnent to focus
on this area and report back to you wth nmy findings.

Senator Peters: Very well. M. MCord, having served
I n senior |eadership positions at the Conptroller O fice for
over 20 years, on the staff of the conmttee, you certainly
are very qualified for this position. But ny question is,
how have you prepared for the addition of the fornmer Chief
Managenment Officer's duties, specifically those related to

| nprovi ng busi ness processes?
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M. MCord: Senator, as you know, the authorization
bill termnated that position. | think that was a
reasonabl e judgnent by the Congress that it was tine to try
sonet hi ng new. Deputy Secretary Norqui st, then-Deputy
Secretary Norquist, set up a structure on his way out, to
| eave for this admnistration to fall in on, of how he woul d
propose to divide up those duties, and, as you say, many of
t hose woul d cone to the Conptroll er organization.

Should | be confirnmed, one of ny earliest tasks would
be to sit down with Deputy Secretary Hicks, and as others
are confirmed in that space, the CAPE Director, who has been
nom nated, and the Chief Information Oficer | believe has
not been nom nated yet, all those players would have a role
In the structure that Deputy Secretary Norquist |eft.

W need to exam ne, you know, what Deputy Secretary
H cks wants to do noving forward. M focus would be on
what ever stays with Conptroller is to nake the Departnent
nore effective, and I think we have doubl ed down to the
poi nt of maybe overdoing it over the | ast decade on trying
to focus only on efficiency and cutting billets. | think we
need to focus nore on outcomes and effectiveness. And if
that role stays with Conptroller, | would need, if
confirnmed, to hire a sonewhat different type of workforce
and nove themover, if they have not |eft the Departnent,

fromthe CMO office. The Conptroller has budget anal ysts,
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whi ch are not exactly the sane as the program managers and
program anal ysts we woul d need.

But | do |ook forward to working on that. | just would
need to sit down with the Deputy Secretary and decide if she
accepts or wants to nodify the structure that M. Norqui st
left for us.

Senator Peters: Thank you, M. Chairman.

Chai rman Reed: Thank you, Senator Peters. And for the
benefit of ny coll eagues we have two votes scheduled to
begin at 11:30, so | would ask if you could try your best to
adhere to the 5-minute limt.

Senat or Sullivan, please.

Senator Sullivan: Thank you, M. Chairnman, and
gentl enen, thanks for your service, and congratul ati ons on
your nom nati ons.

M. MCord, | appreciated our discussion yesterday, and
| know you have already tal ked about it, but I just want to
reconfirm You know, your work on the National Defense
Strategy Conmission | think is nuch appreciated. A |ot of
us have | ooked at the recommendations of that conm ssion and
have really guided us in a |ot of what we have done here, in
a bipartisan way, on the conmttee.

As you know, that comm ssion focused on a 3 to 5
percent annual increase, and you nentioned to ne yesterday

you generally agreed with that. |[|s that correct?
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M. MCord: That is correct, that the conm ssion felt,
that | was part of, that that was an appropriate range for
the Mattis strategy.

Senator Sullivan: Well, | certainly hope that, if
confirmed, and | think it is very likely you will be, that
you can continue to press for that, within the building,
within the admnistration. | worry, and | know a nunber of
us worry, the Biden adm nistration has a ot of internal and
external forces that want to dramatically cut defense
spending, and | think this is not the tine, it is not the
place. | will not help our country. Going back to the |ast
term of Cbama-Bi den, when defense spendi ng was sl ashed by 25

percent, what do you think happened to readi ness during that

tinme?

M. MCord: Senator, as you recall, readi ness took a
severe hit when the sequester was inposed. It took the
services years to sort of dig out of that $30-plus billion

that we had to cut in just 6 nonths. And the whole era of
Budget Control Act, the sort of constraints of is the budget
going to be up here, if sequester is not changed it is going
to be down here, and then it would get negotiated in 2-year
i ncrenents up to sone nunber in between was a very
suboptimal way to budget.

Senator Sullivan: So | think it is good if you can

commt to this commttee to be a voice on that.
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You and | tal ked about this. | often give this book,
and | amgoing to provide it to you here today, and we
tal ked about it. This is a book by an Arny officer called
T. R Fehrenbach, This Kind of War. Mbst of the senior
mlitary, unifornmed | eaders in the Pentagon will have read
it. It is a cautionary tale about what happens when you
dramatical ly cut defense spending, this tine in terns of the
Korean War, and thousands of young Anericans were killed
because we could not stop a third-world peasant arny in
1950, the North Korean Arny, because we were not ready.

And | would |ike you to have the book, take a | ook at
it. But it is required reading in nost services, and it
tal ks about what happens when we are not ready. It is not
just airplanes cannot fly. It is young Anericans die, and
we can never |et that happen again. The Arny tal ks about
never agai n having what was called "Task Force Smth." That
was the first unit that went to Korea, and they were pretty
much destroyed.

Let me ask real quick again on the Arctic. You know,
this conmttee, in a bipartisan way, has been very focused
on our strategic interests there, the need to build up our
forces there. The Secretary, Secretary Austin, the Deputy
Secretary Hi cks, have both commtted to ne, in their
confirmations, to fully resource the new Arctic strategies

that are comng fromthe services. Can | get your
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comm tnment on that as well.

M. MCord: Yes, Senator. The Arctic has certainly
el evated in inportance in our thinking and in policy
thinking. | would need to get nore information in ternms of
how it has noved into a budgeting structure wthout a
uni fied or sub-unified cormmand, as nobst other ways that we
focus have. But yes, | would fully support the strategies
of the Secretary and the Deputy on the Arctic.

Senator Sullivan: Geat. Thank you.

M. Multrie, let nme ask a question. This used to be
so non-controversial that | would not even ask it. Now we
are starting to get hesitation, kind of equivocating. The
DA official, when he was up for his confirmation a couple
of weeks ago, in ny view conpletely whiffed this question,
which is a pretty nmuch intel, National Security 101. 1Is it
better for the United States' national security to be a
maj or energy superpower? That neans that we produce world
record |evels of oil, of gas, of renewables. W are now at
that stage. Everybody used to say, "OF course, Senator, a
net exporter of energy is critical.” Wat is your view on
t hat ?

M. Multrie: Senator, | believe if the United States
can lower its dependence in alnost any area, then we are a
nore secure nation. So | may have rephrased your statenent

somewhat --
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Senator Sullivan: It is a good rephasing, | would say.

M. Multrie: -- but that is the way | would | ook at
iIt. W need to | ower our dependencies across a nunber of
areas and vectors.

Senator Sullivan: Say, Russian oil? Lower dependency
of Russian oil? |Is that a good thing?

M. Multrie: | do not know what the ratio is today,
but I would just say, in general, reducing dependencies as
much as possible is inportant for our nation.

Senator Sullivan: Thank you. Thank you, M. Chairman.

Chai rman Reed: Thank you, Senator Sullivan. Senat or
Hawl ey, pl ease.

Senator Hawl ey: Thank you, M. Chairman, and thank you
to both the wtnesses for being here. M. Multrie, let ne
just start with you. The National CGeospace Intelligence
Agency in ny hone state, Mssouri, in St. Louis, is going to
be hone to many of the agency's nost advance capabilities.
We are very proud of that. How do you see this canmpus, and,
nore broadly, the NGA contributing to our efforts to
mai ntain an intelligence advantage over China and Russia in
the com ng years?

M. Multrie: Senator, NGA plays a critical role, a
critical role, and having canpuses in different |ocations |
think is inportant, for a lot of different reasons -- to

attract talent, for survivability reasons. There are just a
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nunber of reasons that we want to do that.

I was sonewhat famliar with that when | was in a few
years ago and was energized by it. So, if confirned, |
woul d continue to support that. | think there are a nunber
of benefits of having canpuses in different |ocations.

Senator Hawl ey: Very good. Let nme ask you an ISR
question. U S. Central Command has regularly requested and
recei ved a preponderance of the Departnent's ISR MW/ own
viewis that is going to be hard to continue if we are going
to be able to ensure that our forces in the Pacific and
el sewhere have the ISR that they need to performtheir
critical m ssions.

So let nme just ask you, if you are confirmed, how wl |l
you ensure that CENTCOM uses its in-theater | SR as
effectively as possible so that it can do nore with what it
has and sone of those other assets, other ISR assets, can be
gi ven back for other uses?

M. Multrie: Senator, as you know, ISR, there is an
i nsati abl e appetite for ISR across the commands. | am not
famliar with the specific CENTCOM usage rate today, but if
confirmed, you have ny commitnent to ensure that we are
getting the I SR capabilities to satisfy the critical needs
of the conmmanders who need that capability.

Senator Hawl ey: Very good. Let ne ask you about China

and the situation with regard to Taiwan. Both DoD, the
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Nat i onal Strategy Defense Conm ssion, and others have been
war ni ng now for years about the grow ng threat of the
Chinese fait acconpli, with regard to Taiwan. One of the
nost inportant thing we need for deterring such an attack is
timely indication and warni ng.

If you are confirmed, how will you ensure that the
Presi dent, the Departnent |eadership, and our forces in
PACOM have as nmuch warni ng as possible before any attenpted
fait acconpli on the part of Chinese forces?

M. Multrie: Senator, | think that the PACOM ability
to do 1&Wis just absolutely essential. | do not have the
current | aydown of the sensors that we have out there or the
mechani sns for dissemnation of real-tine intelligence to
the SecDef and others, but if confirned, you would have ny
commitnment to ensuring that the Defense Intelligence Center
works with the DNI and others to | ook at what are |l aid out
is across all the INTs to ensure that we can do that real -
time indications, warning, and dissem nation to the national
command aut hority.

Senator Hawl ey: Very good. Thank you.

M. MCord, let me ask you a little bit about the match
bet ween the Departnent strategy and the resources that are
avail able to neet that strategy. M own concern is there
appears to be a bit of a msmatch. On the one hand, we are

wi t hdrawi ng from Af ghani stan, which will free up resources.
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| am 100 percent in favor of that. | think that is good.
On the other hand, the adm nistration has indicated that we
wll retain nost, if not all of our other defense
commtnents, and in sone instances actually plus-up those
commtnents. The adm nistration has also told the
Departnment to prioritize additional mssions like climte
change and bi ol ogi cal defense, and it has done all of the
above while effectively cutting defense spendi ng.

So ny question is, what steps does the Departnent need
to take in order to ensure that our strategic ends align
with the neans that are actually available to it?

M. MCord: Senator, Secretary Austin is required, as
all Secretaries are, by law, to develop a strategy, and |
believe that effort is probably underway. If confirned, |
woul d |1 ook forward, as a senior |eader, to being part of
that review

You are exactly right that the balancing is very much a
key to what DoD is always trying to do, because you can have
a top priority, a second priority. People expect the
Departnment of Defense to do many things well. Readiness, as
Senator Sullivan was saying, you know, there is sort of a
floor there where it is not appropriate to send people out
who are not trained.

So | think really the variables you need to | ook at the

nost are the size of the force. Do we have a force that is

86
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bi g enough to do what our strategy asks of it, but also not
so big that we cannot afford to maintain it?

On sone areas like climte change, | am hopeful, not
being inside right now, that that can be acconplished by
maki ng sure that, you know, if you are going to recapitalize
your infrastructure you are doing it in the snmartest way,
and that it is not necessarily a big addition of resources.
| agree with you that Afghani stan should free up sone
resources that can be redirected to other uses, but we have,
as you say, many conpeting denands that need to be bal anced.

Senator Hawl ey: Very good. | have got anot her
question or two for both of you. | wll give those to you,
t hough, for the record, because ny tine has expired. Thank
you, M. Chairman.

Chai rman Reed: Thank you, Senator Hawl ey. Now let ne
recogni ze, via Wbex, Senator Rosen.

Senator Rosen: Well, thank you, Chairman Reed, and, of
course, Ranking Menber |nhofe, for holding this hearing,
and, of course, to M. MCord and M. Multrie for their
w | lingness to serve and for being here today.

Sol wuld like to talk alittle bit about, of course
we know about the Solar Wnds attack, we know we have an
attack workforce shortage, and our civilian cyber reserve.
So, M. Moultrie, sone experts are calling the Sol ar W nds

attacks on networks of nultiple governnent agencies and
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private conpani es the greatest act of cyber espionage to
date in our history. As a nation, as we continue to grapple
wth the aftermath of this attack, the United States is
expected to face a shortage of about 3.4 mllion skilled
techni cal workers by next year, with particularly |arge gaps
in the cybersecurity area.

So to address this shortfall and pronote our
cybersecurity workforce, Senator Blackburn and | recently
I ntroduced the Civilian Cybersecurity Reserve Act, to
establish a civilian cyber reserve corps, nodeled after a
recomendati on fromthe National Comm ssion on Mlitary,
National, and Public Service report. According to the
report, and I amgoing to quote, "A reserve programthat
permts agencies to call up cybersecurity experts could
ensure additional cyber capacity at tinmes of greatest need.”

So, M. Mouultrie, of course in your witten response to
the commttee you noted DoD s challenges in this area,
conpetitive requirenents that we need. So given your
experience, could a civilian cyber reserve corps really
boost up what you do, especially if we had people who are
former mlitary personnel in that cyber corps as well, and
woul d you work with ne to just be sure that we are able to
address these issues?

M. Multrie: Yes, Senator, | agree whol eheartedly

W th your premse that we are faced with a shortage in
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skills, our STEM skills, especially cybersecurity. O her
agenci es have reserves that they use. Wen individuals
retire or individuals |eave they can join that reserve, if
you will.

If confirmed, you have ny commtnent to working with
you to explore this idea and to determ ne what we need to do
to ensure that we have the skills that we need to support
our needs across this and ot her areas.

Senator Rosen: Thank you. Well, | want to actually
buil d upon the tech area, cyber area, and really tal k about
anot her point. The DoD inspector general noted that one of
the top managenent chal |l enges we have i s sustaining our
t echnol ogi cal dom nance, specifically in the areas of
artificial intelligence and machine | earning. These fields
can really transformthe kinds of work that we do, the
I nformati on and know edge that we have, and harnessing this
technology is going to require continued coll aboration
bet ween DoD and, again, private industry.

So, M. Moultrie, how woul d you gui de DoD to conti nue
to inprove the public-private coordination in current and
ener gent technol ogi es as Al becones better and better,
machi ne | earning, all of those things?

M. Multrie: Yes, Senator, as you know, nuch of the
Il nnovation that is done in a nunber of areas, including

artificial intelligence and machine learning, is actually
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done in academa or it is done in the industrial base. W
need to harness that. W need to ensure that we understand
how it wll change our future m ssions, and we need to
under stand how our adversaries will use it against us. So
there is both a need to understand this so we can do our

m ssions nore effectively, and also to protect ourselves.
If confirmed, | would work with the Director of National
Intelligence and across the interagency to ensure that we
are doing what we can to establish these public-private
partnerships and to | ook at Al, M, and a nunber of other
ener gi ng technol ogi es, Senator.

Senat or Rosen: Thank you. Well, you know, we think
about buil di ng our workforce, we think about the public-
private partnerships, and all of that, but then we al so have
to cyber-coll aborate with our allies, as we see attacks and
threats, threat-hunting, as we see all of this around the
world. And so this is going to help us collectively with
our allies to harden our own resources.

So how woul d you enhance, M. Moultrie, our
Intelligence sharing and cooperation wth our partners and
allies around the world to execute, prevent, mtigate,
recover from cyberattacks, and we just saw one on our
pi pelines this | ast week? They are going to keep com ng, so
we need to work with people around the worl d.

M. Multrie: Yes, Senator. As you know, nany of at

www.trustpoint.one 800.FOR.DEPO
www.aldersonreporting.com (800.367.3376)



10

11

12

13

14

15

16

17

18

19

20

21

22

23

24

25

Trustpoint.One = Alderson.

| east the detected cyberattacks that we see are com ng from
overseas |locations, if you will. Qur partners, our key
allies and partners, actually in many instances are on the
front end of detecting those, and they have trenendous
expertise that can help us not only detect and anal yze but
al so deter these threats. | believe that having those right
coalition partners, having those right allies, and having
those nation states that are allied with us to help us in
this effort is absolutely critical, and you have ny
commtnment to work with the DNI, and under the authorities
granted to the Secretary of Defense, to build on the
partnershi ps that we have, and if we need new ones, to
expl ore new partnershi ps.

Senat or Rosen: Thank you. M tinme has expired. |
appreciate it.

Chai rman Reed: Thank you, Senator Rosen. Let ne
recogni ze Senator Kelly, please.

Senator Kelly: Thank you, M. Chairnan.

M. MCord, | want to followup a little bit on sone of
t he di scussion we had earlier about Defense Departnent
audit, follow up on Senator Kaine's question. | am not
asking you to repeat sonething you have al ready gone
through, so if that is the case and | was not in the room
just please let nme know.

But as we all know, the Defense Departnent has the

91
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di stinction of being the only Federal agency that is yet to
pass an annual financial audit. | ama strong supporter of
our national defense -- we spoke about this yesterday -- and
our mlitary has to have the resources it needs to defend
against the threats we face and to maintain our conpetitive
advantage. But we al so nust ensure that taxpayer funds are
used as accountably and as effectively as possible. And
this was an issue that was really inportant to one of the
former Arnmed Services Committee chairman, and the man whose
terml| was sworn in, in Decenber, to conplete, Senator John
McCai n.

So, M. MCord, you have served in the Conptroller's
O fice before, and you understand these chall enges. But |
am | ooki ng for any other specifics that you mght do or put
into place to inprove the Departnent's ability to pass an
audit and ensure accountability to the taxpayer.

M. MCord: Thank you, Senator. Yes, | fully agree
that this is an inportant effort for the Departnent to keep
faith with the taxpayers. Over 40 percent of all individual
tax recei pts are consuned by the Departnent of Defense's
budget, so it is a huge -- | understand the responsibility
we have to the taxpayer.

The Departnent has nmade consi derable progress in the
| ast 10 years, but unfortunately it is going to be a couple

nore before we get to that clean audit stage, that is the
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ultimte pass-fail, you know, mark on the wall. But as we
have di scussed t hroughout this hearing, | think, when we
see, in particular, the cyberattacks and the inportance of
controlling your information, controlling access to your
information, | think that is the key area | will be | ooking
forward to, if confirnmed, to getting with the staff and
seei ng how we can press on that particular area. Even

t hough there are other areas we also need to | ook at to pass
the audit, ultimately I think that is the key | everage point
inny mnd, is getting the controls right, because the
auditors keep noticing that we have nore work to do on that
front.

Senator Kelly: And what do you envision as an
optimstic tineline for getting this done?

M. MCord: | understand that in testinony before the
House Arned Services Commttee within the last 2 or 3 weeks,
t he Departnent said 2027 or 2028 as their estimate. W did
not have a tineline for a full Departnent audit when | |eft
4 years ago, so while I do not have the exact basis of the
i nformation that the Departnent used to conme up with that
figure, because it postdates nmy time with the Departnent, |
would get with the audit staff very early, if confirnmed, to
assess what is the basis of that date and what can we do to
try and nove that to the left and accelerate it, if

possi bl e, and what are the key factors. Again, | think
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internal controls and information controls are, in ny nnd,
the first thing | would want to | ook at.

Senator Kelly: Thank you.

M. Multrie, | had the chance recently to visit the
US. Arny Intelligence Center of Excellence at Fort Huachuca
in Arizona. | amproud that we are training sonme of the
finest intelligence professionals there in ny state. Qur
309th Mlitary Intelligence Battalion supports a range of
critical career fields, fromhuman intelligence and
interpreters to ground surveillance radar techs, and has
provided critical skill sets in operations across the gl obe,
fromEl Sal vador to Afghani stan and Sout h Kor ea.

M. Moultrie, as our nation endures changing threats
from near-peer conpetitors, can you speak to the inportance
of keeping our mlitary intelligence capabilities sharp, and
i f confirmed, how w Il you ensure that mlitary intelligence
pi pelines, like the Arny Intelligence Center of Excellence,
remain well -resourced and able to prepare our operators to
address the range of energing threats and technol ogi es t hat
they will face?

M. Multrie: Yes, Senator. Qur mlitary intelligence
capabilities are sone of our |ongest-standing capabilities.
You go back wars, if you will, and they are the foundation
of the intelligence apparatus that we have today. So sone

of our nation's best and brightest professionals have cone
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frommlitary intelligence, and they are the lifeline, if
you will, of the Defense Intelligence Enterprise.

If confirmed, you have ny commtnent to not only
continue to work across the Defense Intelligence Enterprise
to groomand grow and to support these individuals and to
support bases |i ke Fort Huachuca and others, but also to do
what | can to ensure that we are providing the pipeline to
bri ng new people in, to get themtrained so they can be the
intelligence professionals of the future. And so you have
nmy conmtnent, if confirmed, Senator, to do that.

Senator Kelly: Thank you, and thank you, M. Chairman.

Chai rman Reed: Thank you, Senator Kelly. Gentlenen,

t hank you for your testinony today, which was quite

t hought ful and convincing. And thank you also for your

di stingui shed service to the country over nany, many years.
And thank you again for your willingness to serve again.

And | think it is only fitting, the final comrent woul d
be to once again to wish Ms. Multrie a happy 91st
bi rt hday.

Wth that, the hearing is adjourned.

[ Wher eupon, at 11:44 a.m, the commttee was

adj our ned. ]
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