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Chairman Rounds, Ranking Member Rosen, and distinguished members of the subcommittee, thank you for the opportunity to join this hearing, and speak to the importance of cyberspace as an integral part of joint military operations.
Joint Operations are reliant on operators who are masters of their craft. For example, an aviation strike operation requires aircrew who are exceptionally skilled in aerial refueling, air intercept control, air-to-air warfare, and strike warfare. It takes years of specialized training to build a team who can succeed in each of these areas. 
At the same time, the demand for cyber forces across the Joint Force is steadily rising. As you have heard in combatant commander posture statements, our adversaries are using the cyber domain as part of their multi-faceted campaigns to degrade U.S. and allied interests. USINDOPACOM has emphasized cyber operations as the “Joint Forces’ first line in defense” in their theater; USSOUTHCOM highlighted “cyber espionage” as a vector for both intelligence gathering and persuading audiences against U.S. interests in their theater.  
Amid these threats, demand for cyber capabilities is at an all-time high.  Threats in cyberspace are currently growing faster than we can scale our response actions.  The size of the existing Cyber Mission Force requires us to prioritize some efforts and take risks in others, which could delay our response to meet emerging threats.
For all military operations, actions in cyberspace are playing an increasingly important role.  That includes operations where the cyber element may not be self-evident. Whether protecting our forces from harm, complementing kinetic action, imposing costs on adversaries, or defending friendly infrastructure, cyberspace operations are critical to the successful employment of the Joint Force. To succeed, we must be proactive, not reactive; cyber activities must be integrated into every phase of operations, starting from concept development.
Military operations in every domain require specialists. Just as specialized aircrew support every air operation, specialized cyber operators are essential to ensure U.S. dominance in cyber and all-domain operations. 
CYBERCOM 2.0 is our answer to adversaries who are massing in the cyber battlefield. It allows us to unlock the full potential of our own expert operators, turning their talent into a decisive advantage for our nation.
By providing our operators with continuous training, hands-on experience, advanced technology, clear career roadmaps, and stable funding, we are giving our cyber warriors the tools they need to win in this ever-changing environment.
On behalf of the men and women of the Joint Force, thank you for supporting this vital initiative and the dedicated professionals of the Cyber Mission Force.





